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Message from the Guest Editors

Post-quantum cryptography (PQC) is used to develop
cryptographic algorithms that would be secure against
both quantum and classical computers. These algorithms
could serve as replacements for our current public-key
cryptosystems to prepare for the eventuality that large-
scale quantum computers become a reality that would
completely break most existing public-key cryptosystems
in use. Privacy-enhancing cryptography (PEC) refers to
advanced cryptographic tools that can be used to achieve
privacy goals in myriad applications. The technical
challenge is o en to enable parties to interact
meaningfully toward achieving an application goal without
revealing extraneous private information to one another or
to third parties. Typical PEC techniques cover
homomorphic encryption, secure multi-party computation,
zero-knowledge proofs, and blind and ring signatures. With
blockchain cryptography, we solicit new advances of
research on, but not limited to,   blockchain consensus
protocols, multi/aggregate-signature, threshold
cryptography, and succinct non-interactive arguments.
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Message from the Editor-in-Chief

The journal Mathematics publishes high-quality, refereed
papers that treat both pure and applied mathematics. The
journal highlights articles devoted to the mathematical
treatment of questions arising in physics, chemistry,
biology, statistics, finance, computer science, engineering
and sociology, particularly those that stress
analytical/algebraic aspects and novel problems and their
solutions. One of the missions of the journal is to serve
mathematicians and scientists through the prompt
publication of significant advances in any branch of
science and technology, and to provide a forum for the
discussion of new scientific developments.
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