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Message from the Guest Editors

With the rapid development of the Internet of Things (IoT),
a tremendous number of data have been captured by
pervasive sensors and transmitted to the central cloud
platform for storage or further analytics. To satisfy users’
expectation for improved quality of service (QoS) and/or
quality of experience (QoE) requirements in various
application scenarios, such as disaster monitoring,
healthcare, smart cities and self-driving, numerous new
frameworks and techniques have emerged to facilitate
data acquisition, transmission, storage and analysis. Due to
big data’s typical characteristics, namely velocity, volume,
variety and value, traditional security and privacy
mechanisms are inadequate and unable to cope with the
rapid explosion of data in this complex distributed
computing environment. This Special Issue is dedicated to
presenting advances in big data security and privacy issues
and challenges in IoT. We will cover security mitigation and
privacy protection frameworks, mechanisms and
techniques involved in data acquisition, transmission,
storage and analysis. Papers detailing the most significant
challenges and trends in the abovementioned research are
welcome.
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Editor-in-Chief
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Message from the Editor-in-Chief

As the world of science becomes ever more specialized,
researchers may lose themselves in the deep forest of the
ever increasing number of subfields being created. This
open access journal Applied Sciences has been started to
link these subfields, so researchers can cut through the
forest and see the surrounding, or quite distant fields and
subfields to help develop his/her own research even further
with the aid of this multi-dimensional network.
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