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In the last few decades, the relationship between mathematics and algorithms has be-
come increasingly important and influential in computer science. The rapid advancements
in technology and the growing complexity of computational problems have highlighted the
need for robust mathematical techniques to design efficient algorithms and analyze their
performance. The objective of this Special Issue is to expand the applicability of design-
ing efficient algorithms, developing robust systems, and advancing the field of computer
science. The response of the scientific community has been significant, with many papers
being submitted for consideration; finally, thirteen papers were accepted after undergoing
a careful peer-review process based on quality and novelty criteria.

The paper by Li et al. [1] proposes a new technology for multimedia image copyright
protection and content authentication, using an inter-block coefficient difference algorithm
for robust watermarking in the transform domain, dual embedding of a fragile watermark
in the spatial domain for tamper detection, and the application of an encryption algorithm
combined with the Arnold transform for data encryption.

The paper by Mata-Mendoza et al. [2] introduces a complete separable scheme for
reversible data hiding in the encrypted domain (RDH-ED), enabling the receiver to ex-
tract data and restore the image from both the cryptogram with hidden data and the di-
rectly decrypted version. The scheme utilizes versatile bit-depth management, encrypting
the most significant bits of each pixel with the AES-CTR cipher algorithm and embed-
ding additional data in the least significant bit planes of the encrypted pixels using code
division multiplexing.

The paper by Wang et al. [3] introduces a novel source camera identification method
called Prototype Construction with Ensemble Projection (PCEP) to address the challenge
of low accuracy in few-shot scenarios. The proposed method utilizes feature extraction,
feature projection, classifier training, and ensemble learning in a unified framework. By
leveraging semi-supervised learning and rich prior information from few-shot datasets,
PCEP constructs prototype sets and retrains SVM classifiers to obtain posterior probabilities
for classification.

The paper by Kasereka et al. [4] examines two modeling approaches, equation-
based modeling (EBM) and agent-based modeling (ABM), in analyzing the dynamics
of infectious diseases.

The paper by Shi et al. [5] presents a novel reversible data hiding (RDH) scheme that
introduces the LS-ET (Least Square predictor with Edge Type) to accurately predict different
types of pixels based on stronger local consistency and a prediction-based histogram-
shifting (HS) framework to hide embedding traces in stego images.

The paper by Zeng et al. [6] proposes AttDAU-Net, which combines spatially rich
model filtering, attention mechanisms, an ASPP module, and a multitask learning frame-
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work to capture multi-scale information, expand the receptive field, and enhance the
precision of tampering detection.

The paper by Gvozdarev et al. [7] analyzes the physical layer security of a wireless
communication system in the presence of multipath fading and wiretap and explores
the dependence of secrecy outage probability on various channel parameters, including
fading scenarios and the presence of dominant and multipath components, revealing
non-uniqueness with respect to average signal-to-noise ratios and the receiver distance.

The paper by Liu et al. [8] introduces a novel image reconstruction algorithm, IR-DWT-
CGAN, which utilizes DWT for wavelet analysis, employs a U-net generator to reconstruct
the image from a coarse version obtained via inverse DWT, and uses a fully convolutional
discriminator network to distinguish the restored image from the real image.

The paper by Zhang et al. [9] addresses the cooperative optimization problem of the
traditional microgrid, incorporating micro-gas turbines, diesel engines, carbon capture
and storage, and a power-to-gas system. Three optimization scheduling models based
on an improved BBO algorithm are proposed, which consider system operation cost,
environmental governance cost, and comprehensive economic benefit.

The paper by Zhu et al. [10] introduces a new steganography algorithm, Resen-Hi-Net,
which combines image encryption and image hiding using residual networks and pixel
shuffle. Resen-Hi-Net encrypts a secret image and hides it within a carrier image, resulting
in a visually high-quality container image with reduced vulnerability to attacks.

The paper by Feng et al. [11] proposes an image encryption algorithm, IEA-IF-DLT,
that utilizes plane-level image filtering and discrete logarithmic transformation to achieve
a balance between security and efficiency. By rationally utilizing the hash value and incor-
porating plane-level and three-dimensional encryption operations, IEA-IF-DLT improves
encryption efficiency and avoids the overhead of repeated chaotic sequence generation.
Additionally, the algorithm includes a discrete logarithmic transformation to enhance
security against differential attacks.

The paper by Ahanger et al. [12] proposes to address privacy concerns in IoT networks
by utilizing Federated Learning (FL) for anomaly detection, which involves exchanging
updated weights with a centralized FL-server, federating training cycles over GRU models,
and employing an ensemble module to improve the accuracy of the global ML technique
by assessing updates from multiple sources.

The paper by Zhang et al. [13] proposes a novel fusion application scheme to overcome
the shortcomings of the standard compressive sensing (CS) encryption framework. The
proposed scheme compresses and encrypts two images into a single image, leveraging CS’s
simultaneous compression and encryption capabilities.

As the Guest Editor of this Special Issue, we are grateful to all the authors who
contributed their articles. We would also like to express our gratitude to all the reviewers
for their valuable comments on improving the submitted papers. This Special Issue aimed
to attract quality and novel papers in the field of “Mathematical Methods for Computer
Science”. It is hoped that the selected research will be found to be impactful by the
international scientific community and inspire further research in the area of mathematical
methods for computer science.
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