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Abstract: The existence or non-existence of a threat to a system is essential for its existence or essential
for the functionality of the system. Even more crucial is the potential of the threat and its development,
which leads to the failure of the symmetry of the system. What influences the development of such
threats? What contexts influence the evolution of system threats? The development of threats is
linked to the changing values of indicators that affect the state of the threat at a certain point in time.
This development takes place in a constantly changing environment, therefore it is dynamically and
causally linked. The system aims to maintain its order, however, the influence of the development of
threats deflects it towards the entropy of the system. The paper is focused on the identification of
the phases of the development of threats and their impact on the symmetry of a system. The paper
presents a theoretical view of the impact of threat development on system symmetry failure.

Keywords: threat development; entropy; causality; threat level; system failure; system’s symmetry

1. Introduction

The concept of security is a common aspect of every language. Every individual has
some general idea of what security means. However, in a professional context, the term
security, despite the large body of literature, is often used intuitively or ambiguously,
which causes the discussion to often suffer from considerable uncertainty. The versatility of
the use of this term causes its eclectic interpretation. In various electronic reference books
on security, more than 50 thousand connections with the word “security” or “safety” can
be found [1,2].

In English-speaking countries, the term security is considered primarily a synonym
for the reliability of the defense of traditional values, the defense, and, where appropri-
ate, the promotion of vital interests. This understanding primarily applies to the state,
state interests, and its goals. In the German sense, security is understood rather as an
emphasis on securing values in a particular social system from external as well as internal
threats. From the French point of view, it is primarily a matter of ensuring a state of rest in
which there is no risk [3,4].

Security can be seen as a status or level of symmetry. The symmetry of the system
is typical for its dynamics. This means that at the time when there are changes, there is
also oscillation around the state of symmetry. Movement and development are part of the
existence of the system, as well as its structure, relations, and functions. For this reason,
we can define security as the guarantee of the symmetry of the here and now, but also its
future, thus guaranteeing the development and movement [5]. This does not only apply
to the term security, but also to the term safety. Safety means, mainly, accident avoidance,
and it is the condition of not being in danger or of not being dangerous [5,6]. Ensuring the
symmetry of the system is to ensure effective protective or defensive measures, regardless
of the nature or origin of possible security threats. The article is focused on security,
although the principles stated in it can also be modified for safety purposes.
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Risk assessment has become an essential mechanism for enterprise security analysts
by enabling the identification and evaluation of any threats, vulnerabilities, and risks
to which organizations may be exposed [6]. Security assessment is the work of many
authors, who mainly focus on individual methods and procedures by which they assess
the level of risks or threats to selected objects. [7–9]. In the field of security, the method
of fuzzy logic (fuzzy model) is well known for its probabilistic character, which can be
applied to estimate the future development of risks [10–16]. Another important method
is game theory and its application in various studies examining the level of security or
defining various scenarios of the development of the threat of potential risks using e.g.,
Bayesian functions [17–20], or other statistical distribution and exponential distribution
in the planned security risk scenario [21]. Risk assessment is applicable across the whole
spectrum of security objects, whether there are threats to physical objects [22–24], information
systems, or other financial systems [25].

In our paper, we address the area of security with a more comprehensive approach to
understanding the evolution of threats beyond traditional security assessment, although
it can be applied in a broader sense. The theory of threat development is more or less
addressed in publications that focus on the interconnectedness of theory and best prac-
tice [26]. Other models offer another comprehensive view of security sciences in terms of
possible security models and their basic principles [27]. Unique approaches to security
research from the point of view of its essence are also beneficial, i.e., ontological approaches
to security research [28]. For example, for the development of security from the point
of view of environmental protection, the contribution of environmental protection and
its sociological character is beneficial [29,30]. By analyzing these approaches, we have
concluded that, simply by examining ontological concepts that allow the creation of general
models of threat development, we can correctly apply the mentioned methods designed
for the detailed assessment of security levels, especially in terms of possible development.

The existence or non-existence of a threat to a system is essential for its existence or
essential for the functionality of the system. The inspiring guide offers a solution to the
theory of security of information systems, namely a model of the theory of the development
of insider risks, in which it also analyzes the decision signals in terms of simulations of
activated threats [31]. Even more crucial is the potential of the threat and its evolution,
which leads to the failure of the symmetry of the system. What influences the development
of such threats? What contexts influence the evolution of system threats?

2. Materials and Methods

The main goal of the article is to present and describe a unique approach to examining
the evolution of threats. The advantage of this approach is that it can be applied to the
widest possible field of security objects, therefore it is a general model.

To ensure the complexity of the article, the first step in the process has been a thorough
study and analysis of previous studies and publications. These were areas of security theory,
securitology, prevention, and security incident resolution. In particular, the following
key words were used to search for references: accident, theft, robbery, security system,
security risk, security threat, security management, information security, business resilience,
symmetry, system, security, and safety. The basis for the elaboration of the article was a total
of 36 scientific and professional studies and publications from 2005 to 2021. In processing
the article, we used 13 outputs published in the journal Symmetry Journals MDPI, as well as
other publications included in the citation databases Web of Science and Scopus. Part of the
initial work was focused on specific areas of security. These were mainly in management,
risk management, IT, transport, and sociology. However, their focus was not an obstacle.
The variability of the initial knowledge was positively reflected in a universal approach
to understanding and better defining the symmetry of the system, and the process of
development and the impact of security threats on it.

An important aspect of the study of system symmetry in terms of system threat is the
ontological approach and an attempt to describe in general terms the loss of symmetry and,
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conversely, the emerging asymmetry in the event of a system threat development. The need
for a general understanding makes it possible to maintain basic concepts and subsequent
application in specific models or more specific methods, e.g., risk assessment methods,
risk development estimation methods, etc. A security threat is a specific, physically existing
object, phenomenon, event, or process that can cause damage or injury. In the broadest
sense, this refers to everything dangerous to the organization which could negatively
change the level of its security. We also indicate threat events and phenomena that can
occur in a relatively short time or have already occurred and can cause dramatic changes
in the conditions of the existence of the reference object [32]. The term threat is often associ-
ated with the term danger—a phenomenon with the ability to harm a protected interest.
Then, we can consider these two concepts as synonyms. In a simpler understanding of the
term, we come from the definition of the IT security environment, whereby security threat
means the potential cause of an adverse event that results in damage to the system and its
assets. We cannot understand the threat (its existence and its development) within limited
limits. The threat exists in an environment where relationships and ties exist. Such a dy-
namic system (environment) is influenced by various factors, e.g., objective and subjective
factors, natural, human, and technical factors, cultural, political, legal, and economic fac-
tors, and others. Then, the study of the development of threats depends on the knowledge
of many scientific disciplines, both natural, technical, and social. The law of causality
stipulates that each event phenomenon necessarily has at least one cause, while the event
as a consequence of the action of the cause becomes the cause of, respectively, other events
and consequences. This makes it possible to accept a claim about the determining relation-
ship between phenomena and events, not only in the past or in the present, but also in
the future [33]. The basic accompanying phenomenon of causality is the time shift of the
occurrence of the consequence (effect), i.e., the reaction to the action (cause). According
to the laws of nature, reactions cannot occur simultaneously with action, and a reaction
cannot occur earlier than an action.

The development of threats is conditioned by factors in a given environment and time.
In terms of the possible development of the threat, we recognize 2 basic types of factors
that cause a change in the state of the threat.

• Permanent factors that fundamentally and, especially in the long run, affect the state
of threat. It is possible to predict them and thus predict the impact on the state of
threat. These factors are relatively constant with few dynamics of change.

• Temporary factors have the potential to cause a change in the threat status in a shorter
period. They act on threats dynamically and change their attributes, which have a
dynamic effect on the security of the reference object. These conditional factors act
unexpectedly on the threat level. The occurrence and impact of these factors are more
difficult to predict and may be latent.

At the same time, a causal relationship of interaction applies. Volatile factors may be
due to the long-term activity of persistent factors or persistent factors may be due to the
activity of temporary factors. The result of these factors can be accelerating or retarding,
i.e., they accelerate or slow down the development of the threat (Figure 1).
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Factors (parameters) acquire certain values at a given place and time. If these values
reach a critical limit (critical threshold), they will significantly affect the degree of threat,
and they can even trigger a cascade effect (snowball effect). If one factor acquires a critical
value, it affects the other factor, which, when it reaches a critical value, affects the third
factor, etc., resulting in an extreme change in threat. At the same time, it may be the case
that the combination of selected factors in certain values may represent a change in the
value of the threat, while the individual values of the factors may not reach a critical value,
but their combination may allow this change.

The critical (threshold) value of the factor describes such a situation in which the
factor occurs at the equilibrium threshold. This situation may or may not be reversible.
The critical (threshold) value indicates the state when the observed phenomenon reaches
the limit value.

For critical values in the fields of technology, in technical systems, the critical values
of the factors of various elements or whole systems can be expressed by the numerical
value of the monitored parameter. Then, changing this parameter (exceeding, decreasing)
can mean the transition of the system from the state of failure to the state of accident,
catastrophe, etc. We can use these critical values in a technogenic environment to express
the reliability of technical elements or systems. In the environment, critical values can
be used, for example, to assess the risk of toxic substances in the air, the environmental
sustainability of the environment, etc. [34].

Approaching these values to these critical values increases the likelihood of the threat
moving to a new state, which may pose an increased level of security threat.

Knowledge of the values of critical thresholds of factors is important to ensure a timely
response and the prevention of critical situations that can lead to e.g., to escalating the
voltage or even destroying the system, i.e., to activate the threat in a state which disturbs
the security of the reference object.

An important step is the correct and timely identification of these factors and their
critical values, which are associated with problems, in particular:

• selection of factors (relevance, adequate number);
• selection of critical (threshold) values of these factors (their parameters);
• selection of analytical method, e.g., comparative analysis;
• selection of prognostic method, e.g., forecast of value development, development

scenarios, dominant factor and its dominant parameter, etc.

The perception of entropy (uncertainty, disorder) in physics is also appropriate to
apply to the field of security and safety. Entropy is a function of disorder because it corre-
lates with the random and fluctuating motion of the elements of the system (the security
environment). An example could be increased “movement” in the security environment,
the growth of social conflicts and tensions in the countries causes the elements to “vibrate”
and more random movement begins–entropy grows in the environment. This perception
is, according to [35], a new perception of the design role of entropy as a new paradigm of
security research.
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Based on these facts, we define the phases of security threats that have a major impact
on the overall symmetry of systems.

3. Results

The security threat evolves and goes through the various stages of its existence.
The dynamics of the security threat and its effect on the symmetry of the system can
be determined by the development stages and the moments of change. The stages of
a security threat are determined by the degree of the potential of the security threat,
the action of permanent and unstable factors of the security threat, and factors of the
security environment of the reference object. The moment of change expresses the change
in the potential of the security threat, i.e., the change in the state of the factors of the security
threat to the security environment. The transition of the development stage to the moment
occurs when the symmetry of the system changes.

The course of the security threat can be divided into three phases and three moments.
These describe key milestones that have a significant impact on the level of security threat
potential and system symmetry breaches.

We do not include the period before the security threat occurs in the development
stages of the threat. It is a period when the threat does not exist, therefore its potential level
is zero. This means that there is no source of the security threat or its bearer, or that it exists
but cannot adversely affect the symmetry of the system.

1. The moment of the threat.

The moment of occurrence of a security threat can be determined by the creation or
emergence of a source or carrier of the security threat, which has the ability or can gradually
acquire the ability or motivation to act negatively on the symmetry of the system.

2. The threat formation phase

The security threat formation phase is the period in which the existing security threat,
characteristic of its bearer, acquires the potential to have a negative effect on the symmetry
of the system. The potential of a security threat is dynamic and, as a rule, its level changes
only after the moment of the occurrence of a negative event. Its level (in individual phases
of torque) depends on the ability of the security threat carrier to be motivated.

3. The threat activation point

The moment of activation expresses the specific point from which the security threat
is considered active. This moment is characterized by the achievement of threat factor
thresholds. Activation can be intentional or unintentional by the threat holder. A trigger or
event occurs here. In activating the security threat, the symmetry of the system is already
broken. This disruption of symmetry can be latent and its manifestations can be detected
only over time, together with the negative impact of the security threat during the threat
phase.

4. The threat effect phase

The security threat phase is a period when an activated security threat adversely affects
the symmetry of the system. This phase may give the impression that it does not cause a
negative consequence; however, the very activation of the security threat and its effect is
negative for the symmetry of the system. The action of a security threat probably causes
small-scale damage, hidden damage, or damage that will only become apparent over time,
e.g., leakage of information, harmful effects of chemicals on human health, etc. The effect
of the security threat is characterized by a deepening imbalance in the system, which leads
to the emergence of asymmetry of the system.

5. The incidence formation point

The incidence formation point is a specific point when there is a degree of imbalance
in the system, which leads to a failure of the symmetry of the system. From the moment
that a negative event occurs, it is no longer possible to reverse the initiated event. From this
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point on, it is only possible to apply measures to mitigate the harmful effects of the negative
event, and thus it is possible to act on the asymmetry that has entered so that it does not
deepen or so that its consequences are minimal.

6. The incidence effect phase

During the incidence effect phase, the potential of the security threat decreases.
However, the course of a negative event and the events associated with it can result
in the emergence of additional threats and thus cascade to the emergence of partial asym-
metries. By interfering with the action of a negative event, it is possible to mitigate the
negative consequences and create conditions for the return of the new symmetry of the
system. Without intervention, irreversible damage to the system can occur.

The length of the development phases of a security threat is influenced by the action
of permanent and unstable factors of the security threat as well as by the factors of the
security environment of the reference object. The course of security threats may be relatively
constant or may have a more or less steep course of ascent or descent during the individual
phases. Figure 2 shows the possible course of a security threat.
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Example of the text representation of the threat phases

− The threat creation point—recruitment of an employee into an employment relationship;
− The threat formation phase—the employee moves into the company, and legally

and legitimately obtains information, e.g., on the system of protection. The harmful
potential of an employee as a carrier of a security threat is growing. This gives the
employee the ability to cause damage to the company;

− The threat activation point—indicates a point or event that triggers a security threat,
e.g., deterioration of the employee’s financial situation, dissatisfaction with working
conditions, or detection of deficiencies in the company’s security. It is possible to
assume a reduction in the level of employee loyalty;

− The threat effect phase—in this case, it can manifest itself in the targeted acquisition
of information about the company;

− The incidence formation point—occurs when an employee provides information about
a business to a third party, e.g., to make a profit or for personal revenge. A security
incident has already occurred, the information has leaked, but the company does not
know about it yet and the leak of information has not yet manifested itself;

− The incidence effect phase—the phase in which the leakage of information manifests,
e.g., deterioration of the company’s position on the market, damage to goodwill,
or theft in the company, if the leaked information affected the object protection system.
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This example subsumes the human factor, as a weak link threatening the symmetry
of the system, inappropriate regime measures, and information security. If we focus
exclusively on security, it is possible to cite as an example the neglect of the role of physical
protection in the system of object protection.

− The threat creation point—it may be inappropriate to set criteria for the selection of
a physical protection provider with emphasis on eligibility with regard only to the
lowest price for the service;

− The threat formation phase—for example, the performance of physical protection by
persons who are not sufficiently professionally, physically, or mentally competent;

− The threat activation point—detection of inappropriate or insufficient physical protec-
tion by potential perpetrators;

− The threat effect phase—can be manifested by monitoring the physical protection
mode, finding weak points in the mode, and aiming to attack the object;

− The incidence formation point—an attack on an object using knowledge of the short-
comings of the performance of physical protection;

− The incidence effect phase— the attack itself and the consequent loss or damage that
is caused to the protected interest.

Security threats can act in the reference object for a long time, in a hidden way, and with
a high degree of potential security threat; they have a negative effect.

The course of a security threat must always be perceived concerning a particular
system and its symmetry in a particular situation. These stages of the existence of a security
threat can also be referred to as the security threat life cycle. The security threat does not
necessarily go through all stages of development. Under the influence of factors of the
internal and external security environment of the system, the following may occur [36]:

• The course of all development phases of the security threat, the emergence and impact
of a negative phenomenon;

• To detect and mitigate (secure) a security threat to a security threat with minimal potential;
• To detect and eliminate a security threat, its source, carrier, motivation, and ability to

act negatively.

This can be achieved by:

• Implementing measures to ensure the early detection of an emerging (formed),
activated, and/or already existing security threat;

• Using measures that have an impact on the ability of the security threat to act nega-
tively on the reference object;

• Using measures that have an impact on the motivation of the security threat holder.

At the point of origin of the system’s asymmetry, the security threat can be detected
and treated, but also re-created, shaped, and activated. If a security threat is present in the
system, then when it is detected and treated, the development of this security threat must
return at least until the moment of activation. In the event of a negative event and its effect,
it is no longer possible to treat the threat, but it is possible to act to minimize the harmful
consequences (Figure 3).

Security threats are always cyclical, the occurrence of which is connected with another
cycle (e.g., with a specific phase in the production process). Repeating this cycle repeats
the security threat.

Security threat identification is based on the search, identification, and naming of
unwanted negative events and unwanted phenomena—consequences that can damage the
symmetry of the system and identify their causes.

The ideal moment for the identification of a security threat, concerning ensuring the
required degree of symmetry of the system, is the period before its occurrence as well as the
phase of origin and formation of the security threat. To ensure that the threat is identified
at these stages, it is crucial to provide sufficiently detailed information about the security
situation as well as the external and internal factors of the system’s security environment.
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Security threats that are detected after activation can be addressed. There is a pos-
sibility that activated security threats, regardless of the degree of harmful potential,
despite detection, will not be possible to stop or it will not be possible to completely
reverse their negative impact. This means that the asymmetry of the system occurs, but its
extent or size will be smaller.

Examples include threats associated with the loss of sensitive data (personal data,
know-how, trade secrets, inside information, etc.). If there is a hacker attack on the
information system (enterprise), this attack can be hidden for a long time (in the operation
phase) and can gradually collect interest information, access, and competencies without the
knowledge of the information system administrator. When an attack is detected, sensitive
data may not be disclosed, misused, or provided to an unauthorized person, so the planned
negative event and the intended action will not occur to the attackers. The fact that the
security of the information system has been compromised and that information may have
leaked creates a sense of insecurity and damages the company’s reputation, despite the
detection of a security threat and the prevention of a negative event.

4. Discussion

If a negative event occurs, the security threat that caused it usually ceases to ex-
ist. Its life cycle ends with the occurrence of a negative event and its action. However,
a negative event does not exclude the emergence of a new security threat with a seemingly
identical source. The new security threat may be of the same nature as the security threat
that was terminated. The difference between threats is in the security situation, in the secu-
rity environment, in the time of action, and the state of readiness of the reference object and
thus also in the duration of individual phases of the security threat, speed of onset of the
threat, and potential for the threat to cause asymmetry. Newly regained equilibrium—new
symmetry is another system that may (but need not) be complemented by experience with
a security threat whose life cycle has been completed.
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The transition of the system between the states of symmetry and asymmetry, the course
of the security threat and its cyclicality, and the degree of effectiveness of measures to
reduce the size of asymmetry are areas that provide space for professional and scientific
discussion as well as further research. Space for further research provides the penetration
of these areas in the form of examining the applicability of various measures in the various
stages of security threat development and the degree of effect on the security threat and
protection of the system against asymmetry.

By applying our approach in examining the ontological nature of threat development,
we assume that the existing methods of threat assessment, with regards to risks, meets
the basic perception of threats to the assessed reference object of its possible development
(maintenance of symmetry or direction to the collapse of the system (state of asymmetry))
or not exceeding this limit (maintaining the symmetry of the system).

For a broader discussion, the applicability of the symmetric model is at a general
level. We assume that our perception of the reference object as a system and the effect of
threats (risks) on this system (reference object) has its ontological justification. We believe
that, by applying, for example, to specific threats (e.g., the development of the security
risk of a cyberattack on an information system), we will better understand and thus better
contribute to the perception and essence of security of the assessed system.

The authors, whom we mentioned especially in the first chapter, more or less address
the issue of assessing threats and risks, designing methods for dealing with these risks,
and describing the nature of relationships within the perception of system symmetry,
system development dynamics, etc. We hope that our contribution will support a better
understanding of the assessment of the current state of reference objects in terms of their
stability of existence and timely action against system crashes.

Further basic research or application solutions will be beneficial and can confirm
and partially supplement the ontological understanding of system security in terms of
perception of its symmetry.

5. Conclusions

The development of threats is linked to the changing values of indicators, the values
of which affect the state of threat. The evolution of threats is therefore dependent on these
indicators and a causal relationship is established between cause and effect. Because this
development takes place in a dynamically changing environment, the threats themselves
are part of this environment, and, therefore, we perceive them as dynamic. Interesting is the
so-called entropic view of the development of threats, which is related to the arrangement
or non-arrangement of risk factors. Each threat can be in a different state, which is, for us,
important for the reference object. We can describe and identify this state within the
development of the threat to the so-called phases of the course. The individual phases can
be changed or repeated. By identifying, assessing, and anticipating the development of
threats, we can effectively influence the level of security.

In our paper, we address security with a broader approach to understanding how
threats evolve beyond traditional security assessments, although they can be applied in
a broader sense. The theory of threat development is more or less addressed in publica-
tions that focus on networking theory and best practices. Current approaches to security
assessment focus primarily on the evolution of the risk and not on the evolution of the
threat as such. The broader context needs to be taken into account. The authors, which we
also mentioned especially in Chapter 1, focus mainly on risk and assessment in a narrower
context. Our approach is more ontological.

Finally, it is worth noting that high-quality and effective threat management (if pos-
sible) is a starting point and an integral part of effectively strengthening the resilience
elements of reference objects to these threats. The strengthening of the complex elements of
the system’s resilience depends on the level of control and the availability of the necessary
resources. In a broader context, however, resilience should be considered a necessary
aspect of threat management with regards to overall risk management, which significantly
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contributes to minimizing losses or minimizing the failure of the symmetry of the system
and the consequent adverse impact on society or the selected organization.
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