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Abstract: With the development of an electronic interference technique, the self-defense jammer can
generate mainlobe jamming using the range gate pull-off (RGPO) strategy, which brings serious
performance degradation of target tracking for the ground-based warning radar. In this paper, a
RGPO mainlobe jamming suppression approach is proposed, with a frequency diverse array using
multiple-input multiple-output (FDA-MIMO) radar. The RGPO mainlobe jamming differs from the
true target in slant range, thus it is possible to identify the true target from the RGPO mainlobe
jammings by exploiting the transmit beampattern diversity of FDA-MIMO radar. A RGPO mainlobe
jamming suppression approach is devised by using joint transmit–receive beamforming for a group
of range sectors. The jamming suppression performance is studied, in consideration of practical
time-delay of RGPO jamming. Simulation examples are provided to verify the effectiveness of the
proposed approach.

Keywords: ground-based warning radar; mainlobe jamming suppression; range gate pull-off;
frequency diverse array; multiple-input multiple-output radar

1. Introduction

Ground-based warning radar plays an important role in national defense applica-
tions [1,2]. With the low sidelobe antenna technique and large time-bandwidth products,
ground-based warning radar provides sufficient anti-jamming ability against the sidelobe
jammers. However, with the development of electronic interference techniques in the ad-
vanced weapons, ground-based warning radar encounters extremely hostile environments
in the mainlobe region [3–6], which becomes a great challenge for the traditional phased
array radar systems.

It is known that mainlobe jamming is not easy to implement. Nevertheless, the self-
defensive jammer is well-known equipment for generating mainlobe jamming, whose
direction is exactly the same as that of the true target [7–11]. Commonly, the jammer
intercepts the radiated waveform of radar and performs multi-dimensional modulation
in the range, speed, power, etc. With the multi-dimensional modulation, it is possible to
generate many kinds of deceptive jamming signals, also referred to as false targets, which
leads to errors in the radar by mistakenly tracking the false targets. Therefore, deceptive
jamming has serious consequences in regard to the radar system, such as increased false
alarms, missing of true targets, and extremely heavy computational burden. Among the
many flexible jamming modulation techniques, range gate pull-off (RGPO) is an efficient
one [12–15]. It uses time-delay modulation in fast-time domain, and it is possible to generate
many overlapped false targets. In [12], an optimal multi-frame RGPO jamming strategy

Remote Sens. 2022, 14, 1499. https://doi.org/10.3390/rs14061499 https://www.mdpi.com/journal/remotesensing

https://doi.org/10.3390/rs14061499
https://doi.org/10.3390/rs14061499
https://creativecommons.org/
https://creativecommons.org/licenses/by/4.0/
https://creativecommons.org/licenses/by/4.0/
https://www.mdpi.com/journal/remotesensing
https://www.mdpi.com
https://orcid.org/0000-0002-1865-6214
https://doi.org/10.3390/rs14061499
https://www.mdpi.com/journal/remotesensing
https://www.mdpi.com/article/10.3390/rs14061499?type=check_update&version=2


Remote Sens. 2022, 14, 1499 2 of 16

is proposed, based on black-box optimization idea, using a particle swarm optimization
algorithm. In [14], the phase quantization and RGPO delay quantization of the jamming
signals emitted by electronic counter–countermeasures are studied. It pointed out that
the spectrum of jamming signal presents a primary term and false terms after phase
quantization, while GPRO introduces negligible distortion. There are also some refine
approaches to improve the effectiveness of RGPO. A bidirectional RGPO jamming is
proposed in [15], which can resist the pulse leading edge or trailing edge tracking technique.

At present, anti-deceptive jamming approaches in monostatic radar, such as waveform
diversity [16,17], kinematics information [18,19], and polarization information [20,21], have
been utilized to extract information from jamming background. The approach, based on
pulse agility, may cause high-range sidelobe and increase the time complexity. Focus on the
difference of scattering characteristics between target and jamming, a strategy to identify
true and false targets in data domains, is proposed in [18]. However, techniques based on
polarization filtering in [20] will become invalid when the polarization mode of jammer is
also variable, which requires further considerations in practice.

In recent years, a flexible beam scanning array, referred to as frequency diverse array,
(FDA) was first introduced by Antonik [22]. The FDA differs from its traditional phased
array counterpart because the carrier frequency across the array elements is increased;
thus, it generates range/time-angle-dependent beampattern in the space [23,24]. In order
to improve the target’s indication ability in the range and angle domains, a dot-shaped,
range–angle beampattern method was proposed in [25]. A subarray-based method [26] and
grid-less compressed sensing-based algorithm [27] were proposed, based on FDA, for range
and angle parameters estimation. The multiple-input multiple-output (MIMO) technique
is combined with FDA to generate flexible control of transmit degree of freedom (DOF)
in [28,29]. Furthermore, the range–angle-dependent beampattern of FDA is utilized to
handle the repeated mainlobe jamming suppression issue with FDA-MIMO radar in [30–34].
The principle of FDA-MIMO, for distinguishing between true target and deceptive jamming
signals, is first established in [30]; however, the deceptive jamming model misses the time-
delay modulation within the jammer. In [33], a robust deceptive jamming suppression
method, based on covariance matrix reconstruction, is proposed to handle the practical
errors. The deceptive jamming model is revised in [34] by considering the time-delay
modulation in the jammer, which is also pointed out in [31]. With the corrected signal and
jamming model in the FDA-MIMO framework, it is reported that a priori knowledge of true
target, such as estimated target range and angle parameters, is required for the suppression
of deceptive jamming [24,34,35]. Besides, the jamming signal can be well-suppressed, under
the condition that its time-delay is larger than one pulse repetition time (PRT). Transceive
beamforming methods, with accurate nulling in the joint range and angle domain, were
presented to suppress the range–angle sidelobe interference effectively in [36]. Moreover,
the non-adaptive beampattern of FDA-MIMO radar is sophisticated designed to cope with
practical estimation errors, such as angle mismatch, discretized range error, and array
element response error in [37]. In [38], the anti-jamming ability was improved by joint
optimization of polarization and frequency step. On the other side, the jamming design
method is also studied in the literature. In [39], a deceptive jamming approach against FDA
radar is proposed by utilizing the beam gain to avoid being nulled.

In this paper, a RGPO mainlobe jamming suppression approach is proposed with
FDA-MIMO radar, which improves the anti-jamming ability for ground-based warning
radar systems. The RGPO jamming strategy is studied, and its practical constraint on range
is utilized. The RGPO false targets, with large and small time-delays, are both considered
in this paper, which is different from the existing works in literature [30–37]. To maintain
leading edge tracking performance, an enlarged range windowing strategy is used to cover
a relatively large range region for target confirmation. Within the large range region, the
two-dimensional adaptive beamforming in the joint transmit–receive spatial frequency
is applied for a group of range sectors. These range sectors are collected in a group for
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confirmation of the leading edge. Therefore, the proposed method can be applied in the
situation with very fast, repeated false targets.

The remainder of this paper is organized as follows. Section 2 presents the signal
model and the range–angle-dependent transceive beampattern in FDA-MIMO. The algo-
rithm to suppress RGPO mainlobe jamming within multiple range sectors is explored in
Section 3. Numerical results in Section 4 are provided to verify the performance of the
proposed methods.

Notations: Boldface is used for vectors x (lower case), whose n-th entry is [x]n, with
matrices A (upper case). The transpose and conjugate transpose operators are denoted
by the symbols (·)T and (·)H, respectively. CN × 1 and CN ×M are, respectively, the sets
of N-dimensional vectors of complex numbers and N × M complex matrices; � and ⊗
represent the Hadamard product and the Kronecker product, respectively. The letter j
represents the imaginary unit (i.e., j =

√
−1); [a, b] indicates a closed interval in real number

space. Finally, max{·} and min{·} denote the maximum and minimum values within the
feasible set.

2. Signal Model of FDA-MIMO Radar

It is assumed that the FDA-MMO radar system is a linear array, composed of M
transmit antenna and N receive antenna elements. Assume that the transmit and receive
antenna elements are omni-directional, identical, and uniform. The signal of m-th transmit
element can be expressed as:

sm(t) = rect
(

t
Tp

)
Φm(t) exp{j2π fmt} (1)

where t is the time variable, rect
(

t
Tp

)
=

{
1, 0 ≤ t ≤ TP
0, else

is the pulse function, Φm(t) is the

baseband modulation signal corresponding to the m-th transmit element, fm = f0 + (m− 1)∆ f
is the transmit frequency corresponding to m-th transmit element, f0 is the reference carrier
frequency, and ∆ f is the frequency increment.

Assume a target with range and angle parameters of (R,θ). Then, the echo signal
corresponding to the m-th transmit and n-th receive elements can be expressed as:

xs,m,n(t− τm,n) = βs0rect
(

t− τm,n

Tp

)
Φm(t− τm,n) exp{j2π fm(t− τm,n)} (2)

where βs0 represents the complex coefficient of the target echo signal, and τm,n is the
time-delay corresponding to the transmit–receive pair, which is expressed as

τm,n = τ0 −
d(m− 1) cos(θ)

c
− d(n− 1) cos(θ)

c
(3)

where τ0 is the delay, due to common propagation, and d is the element spacing of the
transmit and receive antenna array. Under the far-field source and narrowband assumption,
the echo signal can be approximately written as

xs,m,n(t− τ0) ≈ βs0rect
(

t− τ0

Tp

)
Φm(t− τ0) exp{j2π∆ f (m− 1)(t− τm,n)} exp{j2π f0(t− τm,n)} (4)

Thus, the target signal received by the n-th receive element is summation of all echoes
corresponding to M transmit elements, which is written as:

xs,n(t− τ0) =
M
∑

m=1
xs,m,n(t− τ0)

≈
M
∑

m=1
βs0rect

(
t−τ0

Tp

)
Φm(t− τ0) exp{j2π∆ f (m− 1)(t− τm,n)} exp{j2π f0(t− τm,n)}

(5)
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In the receiver, the echo signal is down-converted to baseband, multi-waveform
separated, and rearranged as a vector in receive-wise form. Thus, we can obtain:

s(t) = βsδ(t− τ0)a(τ0, θ)⊗ b(θ) (6)

where βs is the complex coefficient of the target echo after pulse compression, δ(t− τ0)
is the sinc function, indicating that the target is associated with time-delay, τ0, ⊗ is the
Kronecker product, and a(τ0, θ) ∈ CM×1 and b(θ) ∈ CN×1 are, respectively, the transmit
and receive steering vectors of the target, they are written as:

a(τ0, θ) = ar(τ0)� aθ(θ)

= [1, exp(−j2π∆ f τ0), . . . , exp(−j2π∆ f τ0(M− 1))]T

�
[
1, exp

(
j2π

d cos(θ)
λ

)
, . . . , exp

(
j2π

d(M−1) cos(θ)
λ

)]T

=
[
1, exp

{
−j2π∆ f τ0 + j2π d

λ cos(θ)
}

, · · · , exp
{
−j2π∆ f τ0(M− 1) + j2π d

λ (M− 1) cos(θ)
}]T

(7)

b(θ) =
[

1, exp
{

j2π
d
λ

cos(θ)
}

, · · · , exp
{

j2π
d
λ
(N − 1) cos(θ)

}]T
(8)

where � denotes the Hadamard product,

ar(τ0) = [1, exp(−j2π∆ f τ0), . . . , exp(−j2π∆ f τ0(M− 1))]T

and

aθ(θ) =

[
1, exp

(
j2π

d cos(θ)
λ

)
, . . . , exp

(
j2π

d(M− 1) cos(θ)
λ

)]T

are, respectively, the range and angle steering vectors. As can be seen from (7), the range
steering vector of FDA-MIMO radar contains both the time-delay and angle information.
Therefore, FDA-MIMO radar has the ability to distinguish targets with different time-delays,
which provides additional degree of freedom (DOF) in jamming suppression.

Assume the airborne jammer device intercepts radar waveform and releases RGPO
jamming signals. Here, we consider the self-defense jammer with range and angle pa-
rameters the same as the true target. Thus, for the p-th false target, the jamming signal
corresponding to the m-th transmit element and n-th receive element can be expressed as:

xj,p,m,n
(
t− τ0p

)
≈ β j,prect

(
t− τ0p

Tp

)
Φm
(
t− τ0p

)
exp

{
j2π∆ f (m− 1)

(
t− τp,m,n

)}
exp

{
j2π f0

(
t− τp,m,n

)}
(9)

where τ0p = τ0 + ∆τp is the equivalent time-delay of the p-th jamming signal, ∆τp is the
time-delay of the p-th false target within the jammer, τ0 is associated with time-delay of the
true target, and

τp,m,n = τ0p −
d(m− 1) cos(θ)

c
− d(n− 1) cos(θ)

c
is the total time delay of the p-th false target corresponding to different transmit–receive
pair. Assume that the self-defense jammer generates P false targets, thus, the deceptive
jamming signal can be expressed as:

i(t) =
P

∑
p=1

βpδ
(
t− τ0p

)
a
(
τ0p, θ

)
⊗ b(θ) (10)

where i(t) ∈ CMN×1. It is seen that the repeated RGPO jamming signal has the same
form, with the true target signal. However, as the transmit steering vector contains time-
delay information, and the true and false targets differ from each other by the time-delay
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parameter. Considering the true target, repeated RGPO jamming, and noise components,
the echo is expressed as:

x(t) = s(t) + i(t) + n(t)

= βsδ(t− τ0)a(τ0, θ)⊗ b(θ) +
P
∑

p=1
βpδ
(
t− τ0p

)
a
(
τ0p, θ

)
⊗ b(θ) + n(t) (11)

where n(t) ∈ CMN×1 is complex Gaussian white noise.

3. Mainlobe RGPO Jamming Suppression for FDA-MIMO Radar

In this section, the general mechanism of RGPO jamming is discussed, and the differ-
ence between the true target and RGPO jamming is analyzed. Usually, the radar tracks
a particular target within a limited range region. Therefore, the RGPO might cause se-
vere performance degradation for the radar. In this paper, a RGPO mainlobe jamming
suppression approach is devised by using an enlarged range windowing strategy.

In the jammer side, the electronic support system usually starts working after confir-
mation of being tracked by a hostile radar. The self-defense jammer can generate a great
amount of false targets without specific modulation. It can also generate some particularly
designed false targets for confusion. Generally, RGPO can be categorized into front pull-
and back pull-off, according to different time delays. For the front pull-off RGPO jamming,
the time delay within the jammer gradually decreases, and it results in false targets, ap-
proaching the radar faster than the true target. In this case, the time delay is as large as pulse
repetition interval (PRI) or several times of PRI. For the back pull-off RGPO jamming, the
time delay within the jammer gradually increases, and it results in false targets departing
the radar faster than the true target. It is reported that it is difficult to handle the back
pull-off RGPO jamming because the time-delay false targets are within the same pulses.
In this paper, the enlarged range windowing strategy provides a feasible solution for the
confirmation of the true target under the RGPO mainlobe jamming environment.

Recall (9) of the equivalent time-delay of the p-th jamming signal and pull-off time-
delay varies, with respect to slow time or pulse. The discrete time-delay within the jammer
is rewritten as:

τ0(k) = τ0 + ∆τ(k) (12)

where k denotes the pulse index number. Here, we omit the false target indicator p for
simplicity. For the constant velocity pull-off strategy, the time delay satisfies the following
relation:

∆τ(k) = (q− 1)Tr +
2vaTr

c
(k− 1) (13)

where Tr is the PRI, q is the number of delayed pulse, and va is the relative velocity of the
false target. If va > 0, the false targets are pulling off backwards, while, if va < 0, the false
targets are pulling off forwards. It is pointed that the modulation function of the time-delay
determines the motion model of false target. The purpose of RGPO is to guide the radar to
the false target. Generally, the absolute range difference between the true and false targets
gradually increases, as shown in Figure 1. With the increment of range difference between
the true and false targets, the tracking gate of radar might be pulled to another range, far
from the true target.

As aforementioned in the FDA-MIMO radar, the transmit steering vector in (7) is
dependent on the time-delay and angle parameters, which can be utilized to distinguish
true and false targets. The m-th entry of transmit steering vector in (7) can be expressed as:

[a(τ0, θ)]m = exp
(
−j2π∆ f τ0(m− 1) + j2π

d cos(θ)
λ

(m− 1)
)

(14)
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where [a]m denotes the m-th entry of the steering vector. The equivalent transmit spatial
frequency can be written as:

fT(τ0, θ) = −∆ f τ0 +
d cos(θ)

λ
(15)

Figure 1. Schematic of RGPO false target.

This is the transmit spatial frequency of true target. Similarly, the transmit spatial
frequency of false target can be expressed as:

fT(τ0 + ∆τ, θ) = −∆ f (τ0 + ∆τ) +
d cos(θ)

λ
(16)

Thus, the true and false targets differ from each other by the transmit spatial frequency.
The difference can be obtained as:

δ fT(τ0, θ) = fT(τ0 + ∆τ, θ)− fT(τ0, θ) = −∆ f ∆τ (17)

As the receive spatial frequency is only dependent on the angle parameter, the true
and false targets are the same in the receive spatial frequency, which can be written as:

fR(θ) =
d cos(θ)

λ
(18)

Combing the transmit and receive spatial frequency, it is capable for FDA-MIMO
radar to distinguish the true and target in the joint transmit–receive spatial frequency
domain. It is seen that they are separated, due to the different of transmit spatial frequency,
which is superior, compared with its phased array radar counterpart. It is noted that the
secondary range dependence compensation is proposed in [28], in order to remove the
range dependence of the transmit spatial frequency. Therefore, the spectrum position of
true target will appear on the diagonal line in Figure 2. It is verified that the true and
forward pull-off RGPO false targets are easily distinguishable, due to large time-delay into
the next pulses. In this situation, the false targets are associated with a different pulse index,
and they have different spectrum positions in joint transmit–receive spatial frequency
domain after secondary range dependence compensation. In contrast, it is difficult to
distinguish the true target and pull-off RGPO false target with small time-delay [34]. In this
situation, the true and false targets will be very close in the joint transmit–receive spatial
frequency domain after secondary range dependence compensation. In the following, an
enlarged range windowing strategy is adopted to handle this issue.
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Figure 2. Spectrum position of true and false targets in joint transmit–receive spatial domain.

In this paper, an enlarged range windowing strategy is devised to cover a relatively
large range region for target confirmation. Besides, multiple range sectors are grouped
together for simultaneous target confirmation. Therefore, the two-dimensional adaptive
beamforming in joint transmit–receive spatial frequency is updated to cover a group of
range sectors. For a given range sector, the beamformer can be formulated as:{

minwH
g Rwg

s.t.wH
g
(
a
(
τg, θ

)
⊗ b(θ)

)
= 1

, θ = θ0, τg ∈ τ0 + [ξ1, ξ2], g = 1, · · · , G (19)

where R is the covariance matrix, wg is the g-th weight vector in the group, θ is the presumed
angle of true target, ξ1 and ξ2 are the lower and upper bounds, and G is the total number
of two-dimensional adaptive beamformer for the enlarged range region. In other words,
we apply several adaptive beamforming for the interested range region. Thus, the covered
range region increases when tracking the target. It should be pointed out that a series of
weight vectors, calculated with this grouped range sectors, is different from the robust
adaptive beamforming techniques using multiple uncertainty sets [40]. This strategy is
helpful for protecting the true target from being pulled-off. In the practical tracking stage
of radar system, the target information can be predicted using prior information in the
previous working period. However, the tracking range gate in the conventional radar is
related to the range gate size and tracking accuracy. The small tracking range gate is not
appropriate for the dense deceptive jamming environment. In contrast, this paper provides
an enlarged range windowing strategy by using two-dimensional adaptive beamforming
for a group of range sectors, which enables dynamically adjusted range, gated during the
subsequent tracking procedure. The proposed procedure is plotted Figure 3. The input data
is processed with multiple waveform separation to obtain the transmit DOF and secondary
range dependence compensation (SRDC), in order to remove the range dependence. In the
sequel, a group of two-dimensional adaptive beamforming is applied to suppress those
false targets delayed to the next pulses. The true target can be abstracted with leading edge
confirmation within the enlarged range region.

The covariance matrix can be estimated using the received data [34] and constructed
with prior knowledge [36]. The estimated covariance matrix is written as:

R̂ = E
{

x(t)xH(t)
}
=

L

∑
l=1

xlx
H
l (20)
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where E{·} is the expectation operator. The estimated covariance matrix might be contami-
nated by the true target, if the data under test is included. Besides, the covariance matrix
might be under-determined because the RGPO false targets are discretely and randomly
distributed in the range dimension. Some specific methods are proposed to improve the
estimation accuracy of the covariance matrix [35]. Nevertheless, as the transmit spatial
frequency of the power spectrum of the true and false targets in the joint transmit–receive
spatial frequency domain are dependent on the frequency increment. By properly choosing
the system parameters, the position of false target can be predicted, providing the angle
parameter. In this case, the covariance matrix is constructed as:

R̃ = ∑
∆θ∈Θ

∑
τ

v(τ, θ + ∆θ)vH(τ, θ + ∆θ) (21)

where θ is within a small uncertainty set, due to the estimation error, ∆θ is the uncertainty
set parameter, and v(τ, θ + ∆θ) = a(τ, θ + ∆θ)⊗ b(θ + ∆θ) is the steering vector of the
predicted false target. The summation of the covariance matrix within the uncertainty set
can enhance the robustness of the beamformer. After SRDC, the steering vector of the false
targets are discretely positioned in the joint transmit–receive spatial frequency domain. The
corresponding time-delay parameter degenerates to range ambiguous region index.

Figure 3. Simultaneous tracking of a group of range sectors.

The difference between true and false targets becomes larger, with respect to time.
Thus, the lower and upper bounds within the interested range region vary during the
tracking period. Specifically, the lower and upper bounds are written as:

ξ1 = min{τ1, τ2, · · · , τG} − ε
ξ2 = max{τ1, τ2, · · · , τG}+ ε

(22)

where τ1,τ2· · · τG is the discretized range estimates of the true and false targets, correspond-
ing to the group of beamformer, and ε is the tolerance range deviation for user choice. With
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the proposed scheme, it is possible to obtain the leading edge of the interested range region
and, thus, protect the true target in the tracking period. Notice that the two-dimensional
transmit–receive beamforming with FDA-MIMO will cause a global noise level increment,
which requires further work.

4. Simulations

In the section, the simulation examples are provided to verify the effectiveness of
the proposed scheme. In the simulation, the transmit and receive arrays are both a uni-
form linear array with half-wavelength spaced. Both transmit and receive arrays contain
10 elements. The carrier frequency is 10 GHz. The frequency increment is 21 kHz and
PRF is 10 kHz. We assume 16 coherent pulses are collected within the coherent processing
interval. The sample frequency is 10 MHz and corresponding range sample number is
1000 in the range dimension. The true target is positioned at range 10 km, with an angle
of 0 degree and signal-to-noise-ratio (SNR) of 10 dB. Without specifying otherwise, the
jamming-to-noise-ratio (JNR) of RGPO jamming is 15 dB. Besides, the suppressive jamming
is also considered in the simulation, with an angle of 30 degrees, as well as JNR 20 dB.

4.1. Property Analysis of RGPO Jamming

The properties of the receive signals, Figure 4. The Fourier power spectrum is cal-
culated in this example. As aforementioned, the four-dimension data cube, i.e., receive–
transmit Doppler range dimension, is obtained after multi-waveform separation. It is
known that the suppressive jamming is approximately white, distributed in normalized
Doppler frequency and range dimensions, which can be seen from the Fourier power
spectrum in Figure 4a. The RGPO false targets are buried in the suppressive jamming
because the deceptive jamming has lower power than the suppressive jamming. It is seen
from the power spectrum in the receive spatial angle and range dimensions Figure 4c
that the suppressive jamming is focused at an angle of 30 degrees, while the RGPO false
targets are from 0 degree. Besides, it is seen that the RGPO false targets are randomly
distributed in range dimension. In this simulation, we assume that the 200 RGPO false
targets are randomly distributed within the subsequent PRI. From the power spectrum
in transmit spatial angle and range dimensions Figure 4b, it is also indistinctly seen that
the distribution of the false targets is the transmit angle and range-dependent. In order
to clearly show the properties of RGPO false targets, the Fourier power spectrum of the
received signal without the suppressive jamming is provided in Figure 4, as a comparison.
It is seen from Figure 4a that the that RGPO false target are also randomly positioned
in range and Doppler dimensions. Due to the introduction of frequency diversity, the
distribution of false targets in the range and transmit angle dimensions are coupled, which
can be obviously observed from Figure 4b. However, these false targets are focused in
degree 0 of the receive dimension, as shown in Figure 4c.

In Figure 5, the Capon power spectra, before and after SRDC, in the joint transmit–
receive spatial domain are provided. It is seen that the suppressive jamming is focused at
an angle of 30 degrees in the receive dimension and non-focused in the transmit dimension,
whether before or after SRDC. For the RGPO false targets, it is seen that they are randomly
distributed in the transmit dimension before SRDC in Figure 5a. However, they become
focused after SRDC in Figure 5b. Note that these false targets are associated with having
0 degree in the receive dimension, which is the same angle as the true target. In the
simulation, these false targets are delayed within a CPI. Thus, they might be within the
same pulse as the true target if the delay is small, and they might also belong to the next
pulse if the delay is large enough. Therefore, there are two positions corresponding to these
false targets in the joint transmit–receive spatial domain, as seen from Figure 5b.
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Figure 4. Fourier power spectrum of receive signal, including the true target, suppressive jamming,
and RGPO false targets in the (a) normalized Doppler frequency and range dimensions; (b) transmit
spatial angle and range dimensions; and (c) receive spatial angle and range dimensions.
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Figure 4. Fourier power spectrum of the receive signal, including the true target and RGPO false
targets in the (a) normalized Doppler frequency and range dimensions; (b) transmit spatial angle and
range dimensions; and (c) receive spatial angle and range dimensions.

Figure 5. Capon power spectra of receive signal (a) before and (b) after SRDC.

4.2. Transmit–Receive Two-Dimensional Adaptive Beamforming

To verify the effectiveness of the transmit–receive two-dimensional adaptive beam-
forming approach, Figure 6 plots the output signal in the range and Doppler dimensions.
After receive beamforming, the suppressive jamming is mitigated, resulting in the output
signal in Figure 6a. However, the RGPO false targets cannot be mitigated with the receiving
beamforming. Note that the RGPO false targets are randomly modulated in the Doppler
domain, which is similar to that in Figure 4a. In contrast, part of RGPO false targets are
well-suppressed after transmit beamforming, as show in Figure 6b. As stated previously,
those false targets that are delayed to the next pulse can be well-suppressed. However, the
false targets that are within same pulse as the true target cannot be suppressed at this stage.
For clearance, we further plot the range profile corresponding to the Doppler frequency of
true target in Figure 7. In this simulation, the moving target is in the range of 10 km, and
the corresponding range gate index is 667, as indicated in Figure 7. It is seen that those
false targets in front of the true target in the range dimension are well-suppressed, which is
helpful for the identification of the leading edge of the true target. In this case, a possible
enlarged range windowing strategy, as proposed in this paper, can be applied. It is pointed
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out that the range region can be properly designed, in order to balance the computational
complexity.

Figure 6. Fourier power spectra of output signal in normalized Doppler frequency and range
dimensions. (a) Receive beamforming. (b) Transmit beamforming.

Figure 7. Output signal in range dimension.

As aforementioned, the transmit–receive beamforming can be designed adaptively or
non-adaptively. Figure 8 plots the equivalent Capon power spectrum of the constructed
covariance matrix in the transmit dimension. Notice that the performance of non-adaptive
beamforming depends on the system parameters, array calibration error, and received
signals. Generally, the RGPO false targets are delayed, with no more than four pulses in
practice. Nevertheless, we designed many nulls of the beampattern to guarantee jamming
suppression performance. Moreover, the uncertainty set associated with each null is
used to widen the nulls for robustness. In this example, the uncertainty set is defined
as ξ

[
− 1

2M , 1
2M

]
, where ξ is a ratio factor that controls the uncertainty set size. It is seen

that a large uncertainty set results in the spread of power spectrum Figure 9 shows the
two-dimensional transmit–receive adaptive beampattern. It is seen that the null of the
beampattern is aligned to the suppressive jamming and RGPO false targets. Thus, the
jamming suppression performance can be maintained.
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Figure 8. Equivalent Capon power spectrum of constructed covariance matrix in the transmit dimension.

Figure 9. Two-dimensional transmit–receive adaptive beamforming.

4.3. RGPO Mainlobe Jamming Suppression Performance Analysis

The RGPO can be suppressed with the two-dimensional transmit–receive beamform-
ing in the adaptive and non-adaptive sense. In this subsection, we testify to the performance
of the RGPO mainlobe jamming suppression. Here, we define the ratio of the frequency
increment to PRF as γ = ∆ f

fPRF
. It is demonstrated that the ratio should not be an integer for

effective jamming suppression [34]. The output signal-to-jamming-plus-noise ratio (SJNR)
is calculated, with respect to different delayed pulses and ratios of frequency increments to
PRF, as presented in Figure 10. The performance of non-adaptive beamforming is plotted in
Figure 10a, and the performance of adaptive beamforming is plotted in FI It is seen that the
jamming suppression performance degrades dramatically for some frequency increments
and delayed pulses. For example, when the delayed pulse number is 10, the same as the
transmit element number, it is impossible to suppress the mainlobe RGPO false target
whenever choosing the frequency increment. When the delayed pulse number is 1, all these
testified frequency increment are feasible for suppression of RGPO false targets. Moreover,
it can be seen that the performance of non-adaptive beamforming might degrade, due to
mismatches. Therefore, the parameter should be designed to obtain better RGPO jamming
suppression performance.
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Figure 10. Anti-jamming performance, with respect to frequency increment and delayed pulse
number. (a) Non-adaptive beamforming and (b) adaptive beamforming.

5. Conclusions

In this paper, a mainlobe RGPO jamming suppression approach, based on a two-
dimensional transmit–receive beamforming technique, is devised by using an enlarged
range windowing strategy. A series of beamformers are employed to cover the possible
range region. Therefore, the true target can be abstracted with leading edge confirmation
within the enlarged range region. The practical delayed time of RGPO false target are
testified, and it verified that those false targets delayed to the next pulses can be suppressed
effectively. Those mainlobe RGPO false targets, with small time delays, cannot be sup-
pressed during the transmit–receive beamforming procedure. It is also verified that the true
target is clear in its previous range region. The non-adaptive beamforming can be designed
without the training data, and it requires proper design of the system parameters. Besides,
for better RGPO mainlobe jamming suppression performance, the parameters for system
design and two-dimensional adaptive beamforming should be properly designed. Fu-
ture works include maintaining jamming suppression performance under non-ideal errors
circumstance, non-orthogonal waveforms conditions, and practical constraints of hardware.
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