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Abstract: Emerging technologies such as Internet of Things (IoT) and blockchain have affected the
digital transformation. Blockchain, on the one hand, was initially developed for the purpose of
financial trading due to its robustness especially for fault tolerance and cryptographic security in
addition to its decentralized architecture. IoT, on the other hand, is an open interconnected network
of smart devices able to communicate simultaneously. This arises a challenge in privacy and security,
specifically for the data being exchanged. To overcome this, studies have focused on the blockchain
to resolve the security and privacy issues of IoT. Indeed, limited studies have proposed to assess
blockchain’s viability for IoT and the associated challenges. In this paper, a conceptual model
has proposed to identify the crucial factors affecting the adoption of blockchain in IoT. The model
consists of four dimensions of factors that we assume will affect the adoption of the two technologies.
The dimensions are: attitude-related factors, social influence related factors, data-related factors,
and security-related factors. This model is validated through a survey that was distributed between
professionals in blockchain and IoT. The findings show a significant impact of data-related factors on
the adoption of blockchain in IoT and the intention to use them. The model can play an important
role in the development of strategies, standards, and performance assessment.
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1. Introduction

The importance of Internet of Things (IoT) has been demonstrated by the innovative and intelligent
technologies and services that it can provide. It is composed of numerous physical objects that are
linked to the Internet and are able to communicate with each other. These objects eventually generate
a massive amount of data and thereby gather and broadcast them into information systems and
technologies such as the cloud, Service-oriented Architecture (SoA), and workflow management system.
The integrated technologies have proven their effectiveness in enhancing IoT systems’ availability as
services worldwide.

An IoT system can be described as a network of interconnected smart devices and objects that
are able to communicate and transfer data using unique identifiers. Communications are processed
without the intervention of humans or other computers. IoT has been a platform for different domains,
including business, health, and education, which have generated considerable recent research interest.
Furthermore, a distributed trust technology, scalability, security, and privacy, is fundamental to the
growth of IoT applications [1]. Therefore, blockchain technology requires these underlying features in
order to build a solid transaction process. Blockchain first appeared as a solution for the crypto-currency
Bitcoin founded by Satoshi Nakamoto in 2008 [2] which relies on security features such as digital
signatures and distributed consensus mechanisms [3,4]. Its transaction flows in a peer-to-peer network
of nodes by generating a chain of data structure that contains blocks of encrypted data and information
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in a chronological order. Blockchains basically form a distributed ledger that provides a data storage
service and records secure transactions or transactional events using cryptography.

Integrating blockchain with the IoT environment will inherit some of IoT’s challenges which
prevent the direct deployment of blockchain for IoT. In the following, we will discuss critical issues
and challenges behind the integration.

The crucial challenge has centered around the use of consensus protocol. Makhdoom et al. [5]
have shown the lack of IoT centric consensus protocol through testing a case scenario of an IoT-based
supply chain monitoring system. In addition, Viriyasitavat et al. [6] have analyzed some challenges
related to the use of consensus protocol specifically in the time required to reach a finality settlement.
They claimed that most IoT applications require a time-critical operations which indeed affect the
finality settlement. The delay is also influenced by the number of nodes which is a primary step
in the selection of consensus protocol either public, private, and permissioned blockchain systems.
Additionally, storage and trust are critical issues in IoT devices, and blockchains usually generate
massive data as composing transaction blocks. The challenge is that IoT devices are unable to verify the
transactions generated by others while sender needs historical data. Wang et al. [7] have stated that the
IoT devices should either trust itself by taking the storage load, or trust remote servers, which impose
extra communication overhead and secured communication between the IoT devices and the trusted
servers. They also claimed that reducing the storage load is done by dealing with IoT devices as a light
node in the blockchain system which only save the block headers. Security and privacy have received
significant attention in the studies. Wang et al. [7] have raised an important concern in ensuring the
secure input of sensor data to the blockchain. Security should also be confirmed in communication
between the IoT devices and the trusted servers. A survey on privacy protection has been presented
by Feng et al. [8]. They classified the privacy attacks into de-anonymization and transaction pattern
exposure. These threads could be reduced by considering two privacy requirements: identity and
transaction. Wang et al. [7] have discovered other challenges such as computation, energy, storage,
communication, mobility, latency, and capacity.

The rest of the paper is organized as follows: related works are discussed in Section 2 to study
the prior researches in adopting blockchain and IoT, it also emphasizes the significance of the topic.
In Section 3, the conceptual model and research hypotheses are presented. The methodology and
data analysis are illustrated in Section 4 to validate the proposed model. Discussion is presented in
Section 5. Finally, Section 6 concludes the paper.

2. Related Works

The concept of a connected world was started in the early 1960s and followed by a series of
developments up until modern day technology. IoT holds the same concept of connected machines,
and was first introduced in 2006 by Adelmann et al. [9] in a conference paper entitled “Toolkit for bar
code recognition and resolving on camera phones-jump starting the internet of things”. In recent years,
IoT research has experienced growth and development in an interdisciplinary manner. Different fields
of knowledge including technology, applied engineering, economics, business, industry, management,
etc., have been discussed as underlying issues for IoT. This can lead to confusion in understanding
the direction that IoT development is progressing in [10]. Most businesses or industrial sectors look
to adopt IoT functions and features in an attempt to find novel solutions to their problems [11].
Dachya et al. [10] mentioned the top industries that have adopted IoT, which include manufacturing,
agriculture, public service, health, electronics, and energy [11]. In fact, adopting IoT in any industry
requires understanding its underlying architecture which consists of four levels. The first is a perception
layer composed of different sensors and data collectors, followed by a network layer that controls
the transmission of the data; the next layer is the middleware layer, which involves the information
processing systems; finally, the fourth level is the application and services level [12].

Recently, interest has been generated regarding integrating blockchain into IoT process.
Negka et al. [13] examined the effect of employing blockchain technology to overcome the problems
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in IoT ecosystems when handling counterfeit copycat devices. They proposed an approach that
depends on identifying each one of the used components through the use of Physical Unclonable
Functions (PUF) responses, and employs blockchain technology in order to set-up a platform for
tracking the supply chain of both component and IoT devices, without requiring the existence of
any central authority. In the same context, Rejeb et al. [14] presented a methodology of deploying
blockchain technology with IoT infrastructure to facilitate and flatten the process of modern supply
chains and enhance value chain networks. Moreover, Mendki [15], in his study of edge and fog
computing, discovered the use of blockchain based decentralized application to enable IoT edge
processing and scaling via enabling resource owner to join the ecosystem and lend the compute
resources as needed. As regards leveraging the IoT and blockchain technology to detect distributed
denial of service (DDoS) attacks, Spathoulas et al. [16] installed lightweight agents in multiple IoT
installations to detect DDoS attacks conducted through the use of IoT-device botnets. Blockchain
ledgers govern information exchanged between IoT smart devices and control the integrity of both the
procedure and the information. Finally, Tseng et al. [17] proposed an architecture that implements
blockchain in managing heterogeneous IoT systems, as well as presenting the related challenges in
terms of integration and development.

The benefit of using blockchain is to provide a decentralized digital database of transactions,
called the distributed ledger, which is maintained and updated by a network of computers that verify
a transaction before it is approved and added to the ledger. This allows transaction parties to exchange
ownership of digitally represented assets in a real-time and immutable peer-to-peer system without
the use of intermediaries. Aloqaily et al. [18] highlighted the impact of blockchain in P2P energy
trading. They proposed a distributed trading framework and smart contracts to recognize the benefits
of blockchain with energy. Morkunas et al. illustrated the six steps of asset exchange between two
economic actors using blockchain technology [19]. The transaction process has to be maintained
and controlled via blockchain consensus protocols, therefore, Zhang and Lee [20] compared and
analyzed different types of protocols in terms of their strengths, weaknesses, and application scenarios.
They reached the conclusion that a good consensus protocol should consider fault tolerance and make
the best use of it in the appropriate application scenario.

Any newly introduced technology faces resistance in terms of its adoption in other platforms or
environments. Therefore, the Technology Acceptance Model (TAM) is a powerful model developed to
measure and analyze the factors involved in the resistance to the adoption of the new technology [21].
This model was derived from the Theory of Reasoned Action (TRA) [22], in which the reasoned action
is explicitly concerned with behavior; thereby, this theory demonstrates the influence of situations
or factors on the attitude and behavior. However, the TAM model concentrates on explaining user
acceptance of information technologies through predetermined factors that measure the success of
integrating new technologies into a current platform. Boer et al. [23] presented a description of the TAM
in which the user perception on perceived usefulness (PU) and perceived ease of use (PEoU) influence
one’s attitude towards a technology, which, in turn, influences the actual technology use or intention
to use it. Moreover, the model factors are associated with and influenced by each other, therefore,
PEoU influences PU, and PU can be directly associated with the use of technology or the intention
to do so. In this model, PU refers to the extent to which someone trusts that the technology will
improve their performance. PEoU can be described as the extent to which someone trusts that using
the technology is effortless [23,24]. Mital et al. [24] described the studies that have extended the TAM
model in different contexts by introducing new factors into the TAM framework, such as underlying
belief factors, and antecedent, moderator, and mediator variables. Such extensions consider usage
adoption in different contexts: the office context, in mobile marketing, Internet banking, computer
center resources, e-shopping, social networks, and smartphones. The challenges involved in theory
improvement and adding more factors for each specific context are complicated, therefore, Mital et al.
[24] cited various studies that proposed general factors that can be associated with the original TAM,
such as trust, cognitive and social factors, demographic variables, perceived enjoyment, and trust.
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3. Conceptual Model and Research Hypotheses

In this section, we discuss the proposed conceptual model, which consists of the most influential
factors that affect the adoption of blockchain in the IoT. The model is shown in Figure 1 and is
demonstrated in detail in the following subsections.

Figure 1. Technology Acceptance Model (TAM) model for adopting blockchain technology in Internet
of Things (IoT) environment.

3.1. Behaviour Factors

3.1.1. Attitude Related Factors

Attitude influences all aspects of user decisions and actions. Attitudes involve responses to
opportunities and challenges associated with the emergence of modern technologies. Acceptance of
IoT and blockchain technology could be influenced by attitude. Previous studies have shown that the
key factors in the study of attitudes assume a positive correlation between IoT systems and blockchain
to include perceived usefulness, perceived ease of use, personal competency, and transaction intention,
which are described below in detail [25–27]:

Perceived usefulness. Defined as the degree that a user believes that a technology would enhance
system performance within an organizational context [21]. There are many benefits and advantages
gained from technology which increase the perceived benefit [28]. They can affect the quality of work
done by improving performance, increasing productivity, and enhancing effectiveness [25]. The TAM
specifies that perceived usefulness is one of the most important factors since it focuses on the user’s
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behavioral intention for the adoption of new technology. In the context of IoT and blockchain systems,
perceived usefulness was found to be an important influencer of the intention to adopt these technologies
in different studies [25,26,29,30]. Perceived usefulness is a significant predictor of the intention to use
IoT services with blockchain. Therefore, the following is hypothesized:

Hypothesis 1A (H1A). Perceived usefulness positively influences the intention to use blockchain technology
in an area of IoT.

Perceived ease of use. Referred to by Davis as the “degree to which a person believes that using
a particular system would be free of effort” [21]. According to Alanazi and Soh [25], perceived ease
of use can be measured in several dimensions regarding the adoption of new technology: easy to
learn, control and use, clear and understandable, easy to become skillful, and flexible to interact with.
A number of studies have indicated that a perceived ease of use has a significant effect on the intention
and behavior of IoT systems [12,25,31,32]. According to Knauer and Munn [30], they recommend
focusing on ease of use to increase the perceived ease of use when applying blockchain technology to
improve operations and enhance the user experience. Therefore, the role of perceived ease of use in the
TAM is a significant factor enabling users to obtain advantages from Information Technology. Thus,
on the basis of the above discussion, in this study, the effect of perceived ease of use on behavioral
intention for the adoption of IoT systems integrated with blockchain is expected to play a significant
role. Consequently, the following is hypothesized:

Hypothesis 1B (H1B). Perceived ease of use has a positive effect on IoT blockchain technology adoption.

Personal competency. Building technical competency is complex and a collection of factors are
involved, including people, knowledge, new skills, and effective abilities to fulfill tasks and responsibilities.
Personal competence is made up of self-awareness, self-regulation, and self-motivation [33]. In the growth
of this new technology, people need training in new tasks as well as with the IoT-enabled equipment and
blockchain devices. The status of a self-aware person adds a new dimension to IoT devices integrated
with blockchain because most of the operations are managed from the Internet for efficiency, reliability,
and to reach the required level of security. Self-regulation can help to properly and safely operate
technological equipment and can increase productivity through learning from operational data [34].
Pokrovskaya et al. [27] referred to knowing the personal features of candidates, and their motivations
and interests as presented through a human resources portfolio; however, this seems more appropriate to
the practice of creating infrastructure and requires a high level of security. Therefore, personal competency
with the IoT with blockchain technology must be advocated to achieve successful adoption.

Hypothesis 1C (H1C). Personal competency has a significant effect on IoT blockchain technology adoption.

Transaction intention. Using information technology is a powerful method that contributes to
the development of transaction intention. Blockchain technology is widely used in transactions to
save time and resources, which allow individuals to conduct their transactions in the place and time
that suits them. Jaoude and Saade [26] found transaction intentions to be one of the factors affecting
consumer acceptance through blockchain technology. Thus, on the basis of the above discussion, in this
study, the effect of transaction intention on behavioral intention is expected to play a significant role.
Accordingly, the following is hypothesized:

Hypothesis 1D (H1D). Transaction intention has a significant positive effect on IoT blockchain
technology adoption.
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3.1.2. Social Related Factors

Social factors refer to the factors in the social environment that are important to the adoption of new
technology. A network of social relationships is an important source of support and appears to be an
important factor influencing behavior and decision-making. In addition, social factors depend on the
ability of people to form and enhance a reputation with others as regards adopting specific technologies.
Thus, we divided the social impact into two specific factors: the social network and reputation.

Social Network. Social networks trace a significant amount of user behavioral data. Therefore,
analyzing this behavioral data can provide great advantages. The Social Internet of Things (SIoT)
is one of the concepts in which social networks meet IoT systems to support networking services
in more effective and efficient ways [35]. According to Guo et al. [36], communication between
people is the core of forging social connections. In opportunistic IoT systems, contacts between
nodes are fundamentally linked with user social behaviors and social features. Opportunistic IoT
architecture allows the deployment and use of smart objects for collaboration between users who
influence each other. Thus, peer influence becomes more important than ever, offering a tremendous
opportunity for new business [36]. Blockchain technology plays an important role in user behavior
management for network media and ensuring transaction security [37,38]. There are many models
designed with blockchain technology that apply decentralized contracts to motivate trust networks,
and therefore, to secure information exchange contracts [39–41]. Blockchain, as an effective technology
for decentralized distributed storage, supports trusted social networks, and different studies have
shown the consistent relationship between social networks and behavioral intention regarding the
adoption of new technology [42–44]. Thus, the following is hypothesized:

Hypothesis 2A (H2A). Social networks have a positive effect on IoT blockchain technology adoption.

Reputation. Reputation refers to the general belief in or estimation of something. When the
technology is trustworthy and brings benefits, it has a good reputation. In previous literature [45],
reputation is used to assess the quality of the system where IoT devices for data trading are centralized
and lack a reputation system. As a result, the IoT system was integrated with the Ethereum blockchain to
ensure data quality and improve user behavior. Zheng et al., in 2017 [46], discussed the most commonly
used blockchains in the financial domain that allow one to store the user’s reputation on the blockchain
to improve performance. Therefore, we can conclude that there is a positive relationship between
reputation and behavioral intention towards the adoption of IoT systems integrated with blockchain:

Hypothesis 2B (H2B). Reputation has a significantly positive social effect on IoT blockchain technology adoption.

3.2. Trust Factors

3.2.1. Data Related Factors

Data in this context indicates the extent to which data are produced and exchanged in IoT systems.
It also influences the decision makers in adopting blockchain into IoT environments. Different models
and studies have suggested a number of data-related factors that could influence the decision makers
trust and thus affect adoption. On the basis of the literature, a number of factors have been defined,
as listed below.

Data integrity. This focuses on acquiring data assurance, completeness, consistency, and reliability
over the entire data life-cycle. Most of the issues related to data integrity have appeared because of
the cloud services attached to IoT; one of the drawbacks is the lack of control over the data available
in cloud storage [47–49]. The essential design of blockchain is a series of growing blocks hashed
with cryptography to provide data integrity by enabling a fully decentralized system. Liu et al. [47]
proposed a blockchain-based framework to enable decentralized data integrity verification for IoT
data stored in the semi-trusted cloud. Moreover, Wei et al. [48] presented an integrated model using a
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blockchain technology. The distributed virtual machine agent model is deployed in the cloud using
mobile agent technology. It is able to ensure reliability for data storage, monitoring, and verification,
which is also essential for building a blockchain integrity protection mechanism. In essence, blockchain
technologies can enable decentralized and trustworthy features for the IoT, thus, blockchain technology
has an impact regarding IoT adoption.

Hypothesis 3A (H3A). Data integrity has a positive effect on IoT blockchain technology adoption.

Data validity. This factor is concerned with the correctness of the data. The challenge has
broadened because of the vast scale of IoT systems, distributed agents, and network partitioning. Thus,
blockchain technology has integrated with other supported technologies: P2P networks, distributed
ledgers, asymmetric encryption, and smart contracts. These technologies overcome the limitations of
IoT data validity to ensure secure, reliable, open, fair, efficient, and intelligent communication [50].
Wang et al. [51] introduced a testbed to evaluate the impact of blockchain on validating data
through accelerating block mining rates and network conditions on the capacity of public blockchains.
The integration of IoT and blockchain systems becomes increasingly important to secure IoT data; thus,
the following is hypothesized:

Hypothesis 3B (H3B). Data validity has a positive influence on IoT blockchain technology adoption.

Data governance. This refers to the process of formal coherence of people, processes, and
technology to enable organizations to leverage data as an enterprise benefit. This is part of
most data-driven capabilities such as change management, data warehousing, database design,
and other related data processes and repositories. It focuses on defining data strategy, policies,
standards, procedures, and metrics. It is involved in tracking the delivery of data management
projects and services. Regulations on data are always updated to control privacy or other rules for
each domain. In health, Dasgupta et al. [52] claimed the lake on how effectively construct data
governance for IoT enabled digital IS ecosystem. Thus, they improved the 4I framework, which is
iteratively developed and updated using the Design Science Research (DSR) method. This method
addresses the organization’s processing need to maintain the robustness of the governance model and
provide coverage across the entire data life-cycle in IoT-enabled digital IS ecosystems. In addition,
Sicari et al. [53] overcame the issue by concentrating on how to present, secure, protect, and integrate
data. They presented a distributed architecture for managing IoT data extraction and processing
that also includes algorithms for the assessment of data quality and security levels of the considered
sources. Therefore, we can conclude that, in order to gain better blockchain technology that leads to
IoT adoption, good data governance is crucial. Hence, we will assume the following:

Hypothesis 3C (H3C). Data governance has a significant effect on IoT blockchain technology adoption.

Data privacy. It has been of high significance since it concerns of how the data is controlled, used,
and who has access to it. The European Union (EU) issued the General Data Protection Regulation
(GDPR), which an organization must fulfill when using others data. In particular, data privacy seeks to
empower the users to make their own decisions about who can process their data and for what purpose.
Organizations that adopt blockchain in IoT systems expect a massive amount of data generated by
IoT sensors and devices, yet this contains sensitive and private user data. Therefore, it is crucial to
limit the types of data that can be uploaded to the blockchain functions. Moreover, data privacy
laws, for instance the GDPR, are very strict, and following the regulations in terms of ensuring the
data is not linked with individuals is a challenging process. A number of studies on data privacy
for blockchain and IoT systems have been published [54–56]; one such study by Zyskind et al. [54]
proposed a decentralized personal data management system that ensures users own and control their
data. The system is integrated with a protocol that turns a blockchain into an automated access-control
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manager that does not require trust in a third party. The transactions embedded in the system are able
to carry instructions, involving, for example, the storing, querying, and sharing of data. In addition,
Liang et al. [55] designed a decentralized and trusted cloud data provenance architecture using
blockchain technology called ProvChain. Decentralized systems have dominated in terms of data
privacy in IoT Blockchain Platforms; Cha et al. [56] presented a decentralized system to preserve user
privacy on IoT devices using the Ethereum platform. Consequently, it is evident that, for any new IoT
blockchain technology or service entering a new market, data privacy must be taken into the account.
Thus, the following is hypothesized:

Hypothesis 3D (H3D). Data privacy has a positive influence on IoT blockchain technology adoption.

3.2.2. Security Related Factors

Security factors are concerned with the crucial pillars that affect the adoption of blockchain in the
IoT infrastructure. Considering security, privacy, and reliability of technology and transactions has a
noteworthy impact on stakeholder trust. Most of the literature suggests that there is some relationship
between security and adoption of blockchain technology in the IoT systems [57–60]. In conclusion,
this focuses attention on defining security-related factors, which can be divided into transaction risk
and technological risk.

Transaction risk. Blockchain was initially introduced through cryptocurrencies for traditional
banking and financial systems. Nowadays, the effect of blockchain technology has expanded to cover
other industries, including technology-based applications in supply chain management, marketing,
and finance. Stakeholders seek to ensure decentralization, streamlining, and risk-free transactions
within IoT infrastructures [60]. It is important to consider the transaction costs, which have an impact
on final decisions [60–62]. Schmidt and Wagner [61] argued that blockchain provides transparent and
valid transactions which critically affect the IoT services produced. Roy et al. [62] presented a strong
security-based blockchain service along with some encryption approaches for secure communication.
This solution limits the risk of cyber attacks targeting the centralized systems. Hence, securing
transactions throughout blockchain services supports the the safe transmission of data.

Hypothesis 4A (H4A). Transaction risk has a positive impact on the intention to use blockchain technology in
IoT systems.

Technological risk. IoT systems have proven their effectiveness for many organizations, but its
adoption has tremendous and unforeseen risks which require critical transformations. The risks have
been highlighted in various techniques and domains; Brous et al. [58] presented an analysis on the
synthesis of potential risks generated by IoT adoption in organizations. They argued that some changes
associated with IoT adoption in regard to technology implementation costs, difficult interoperability
and integration, and limited trust in IoT services result in low quality benefits. Some long standing
assumptions regarding the influencing factors have been questioned [57,59,63,64]. In line with these
discussions, the technological risks associated with the adoption of blockchain in IoT systems are
included in the research model, hence, the following is hypothesized:

Hypothesis 4B (H4B). The technological risk positively affects the intention to use blockchain technology in
IoT systems.
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Table 1. The survey questions’ description.

Dimension Hypotheses Domain Hypotheses Description of Survey Questions

H1 Attitude-related factors have a
positive influence on behavior
intention towards IoT technology
adoption

H1A: Perceived usefulness has a
positive effect on IoT blockchain
technology adoption.

To measure the increase in the
operating efficiency and system
performance within the work
environment.

H1B: Perceived ease of use has a
positive effect on IoT blockchain
technology adoption.

To measure the ease of apply IoT
technology and its integration with
other technologies.

H1C: Personal competency has a
significant effect on IoT blockchain
technology adoption.

To measure the level of cognitive
knowledge.

H1D: Transaction intention has a
significant positive effect on IoT
blockchain technology adoption.

To measure the level of
transparency and clarity.

H2 Social influence related factors
have a positive influence on
behavior intention towards IoT

H2A: Social network has a positive
effect on IoT blockchain technology
adoption.

To study social impact through a
secure network and open source.

H2B: Reputation has a significant
positive effect of social on IoT
blockchain technology adoption.

To measure the role of IoT
blockchain technology in managing
data and trusting it through
distributed systems.

H3 Data related factors have a
positive influence on trust
towards IoT

H3A: Data integrity has a positive
effect on IoT blockchain technology
adoption.

To study the effect of IoT blockchain
technology on the data integrity that
are consistent with the objective of
the data creators.

H3B: Data validity has a positive
influence on IoT blockchain
technology adoption.

To study the level of IoT blockchain
technology outputs in correctly and
reasonably.

H3C: Data governance has a
significant effect on IoT blockchain
technology adoption.

To measure the contributions of IoT
blockchain technology to ensuring
the preservation, protection and
control of data by the authorized
persons.

H3D: Data privacy has a positive
influence on IoT blockchain
technology adoption.

To measure the extent of IoT
blockchain technology in ensuring
the privacy and confidentiality
of data.

H4 Security related factors have a
positive influence on trust
towards IoT

H4A: Transaction risk has a positive
impact on the intention to use
blockchain technology in IoT.

To measure the operations executed
through IoT blockchain technology
led to reduce the risk percentage.

H4B: Technology risk positively
affects the intention to use
blockchain technology in IoT.

To measure IoT technology led to
reduces the risk of thirdparty
service failures.

4. Methodology

4.1. Data Collection and Measurement

This study revealed the level of integration between blockchain and IoT technologies, and the
benefits and opportunities they achieved. The Technology Acceptance Model (TAM) [21] constitutes
the conceptual framework of this study. The survey provides a method of collecting data that allows
the researcher to discover knowledge about the phenomena under study. We developed a web-based
survey to collect data from specialists in blockchain technology and IoT systems in Saudi Arabia.
The survey was distributed to individuals who were randomly selected throughout LinkedIn as well
as author contacts. A questionnaire was conducted for the collection of data from an intended sample
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of 120 people interested in the adoption of blockchain and IoT technologies. The survey was conducted
over a period of three months, starting from 5 October 2019 to 7 January 2020. A link to the survey
was sent to 120 potential respondents and 85 responses were received. After removing the incomplete
responses (e.g., missing data or unengaged respondents), 82 valid questionnaires were selected for
data analysis and interpretation. Therefore, the percentage of respondents out of 120 was 68.33%,
which is acceptable in terms of generalizing the study, according to Dillman [65].

The survey questions were developed based on relevant studies. The variables for the current
study are divided into four categories: Attitude-related factors (8 items) and Social influence-related
factors (6 items), both of which are related to behavioral intention; Data-related factors (7 items);
Security-related factors (4 items), which are related to trust. The questionnaire consisted of 25 questions
in total, all of which were designed to be multiple choice questions and to cover the hypotheses
described in Table 1.

The data collected were interpreted, classified, and transferred into coded form, entered into
Microsoft Excel, and transferred in the Statistical Package for Social Sciences (SPSS). The respondents
were asked to rate their agreement on each statement using a 1–5 Likert scale [66]. The response
distributions clearly demonstrated that the majority of factors were either strongly accepted or accepted.
Only the personal competency factor demonstrated a limited degree of disagreement.

4.2. Data Analysis and Results

The measurement model was examined for internal consistency, convergence, and discriminant
validity. In the first stage, the reliability and validity of the model were measured, and the hypotheses
shown in the conceptual model, see Figure 1, were tested in the second stage. Cronbach’s Alpha test
is commonly used to evaluate survey reliability in order to measure the internal consistency of the
survey items. Thus, Cronbach’s Alpha test was utilized, as shown in Table 2. The Cronbach’s alpha
results of each framework’s dimension of factors were analyzed to consider their reliability based
on the theoretical model. According to Cavana et al. [67], the values must be above 0.6 in order to
confirm the model’s consistency and reliability. All four categories for the sample of 82 participants
have Cronbach’s Alpha values ranging between 0.72 to 0.84, which indicates good internal consistency
and reliability among the items. As shown in Table 2, the mean of the items range from 3.57 to 4.35,
while the standard deviations of all the items range from 0.57621 to 1.05105, indicating that all the
constructs have great internal consistency and adequate convergence.

The validity of the conceptual model was examined based on variables and corresponding items in
the model. The validity test on the study variables was dependent on the correlation coefficients that
are summarized in Table 3. The results imply that the coefficient value between constructs lies between
0.65 and 0.33, which indicates a strong and medium correlation. Furthermore, the results show that
all the instruments are valid, with a p-value < 0.5%. Therefore, the results of convergent validity and
discriminant validity are sufficient to support the proposed constructs of the conceptual model.

4.3. Hypotheses Testing

Regression is used to test a proposed research model by presenting the model’s constructs with
their dependence relationships. Then, the hypotheses are tested to prove relationships between the
different constructs. The hypothesis test was based on several related statistical tests, such as squared
multiple correlations (R2), which indicate the variance of the dependent constructs, and standardized path
coefficients (β), which indicate the strengths of the relationships between the independent and dependent
variables. The test also produces a t-value and p-value, which revealed that there is a significant difference
regarding the effect of the acceptance and usage of IoT blockchain technology. On the basis of the results
summarized in the Table 4, each of the hypotheses was either supported or rejected.
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Table 2. The reliability test.

SI.No Item/Construct No. of Items Mean Standard Deviation Cronbach’s Alpha Value

1 Perceived Usefulness 2 4.35 0.68211 0.898
2 Perceived Ease of Use 2 3.98 0.87286 0.9
3 Personal Competency 2 3.57 1.05105 0.91
4 Transaction Intention 2 4.23 0.66655 0.896
5 Social Network 3 4.13 0.63175 0.898
6 Reputation 3 3.98 0.73201 0.897
7 Data Integrity 2 4.3 0.64556 0.903
8 Data Validity 2 4.25 0.57621 0.899
9 Data Governance 2 4.27 0.68488 0.896
10 Data Privacy 2 4.23 0.75849 0.894
11 Transaction Risk 2 4.12 0.74804 0.9
12 Technology Risk 2 3.93 0.78164 0.9

Table 3. Pearson Correlation.

PU PEoU PC TI SN RE DI DV DG DP TRR TER

PU
Pearson
Correlation 1

Sig. (2- tailed)

PEoU
Pearson
Correlation 0.592 1

Sig. (2- tailed) 0.000

PC
Pearson
Correlation 0.330 0.509 1

Sig. (2- tailed) 0.004 0.000

TI
Pearson
Correlation 0.652 0.560 0.390 1

Sig. (2- tailed) 0.000 0.000 0.000

SN
Pearson
Correlation 0.486 0.380 0.212 0.549 1

Sig. (2- tailed) 0.000 0.000 0.057 0.000

RE
Pearson
Correlation 0.550 0.554 0.410 0.491 0.515 1

Sig. (2- tailed) 0.000 0.000 0.000 0.000 0.000

DI
Pearson
Correlation 0.401 0.219 0.186 0.414 0.550 0.487 1

Sig. (2- tailed) 0.000 0.050 0.097 0.000 0.000 0.000

DV
Pearson
Correlation 0.436 0.373 0.349 0.547 0.545 0.504 0.771 1

Sig. (2- tailed) 0.000 0.001 0.001 0.000 0.000 0.000 0.000

DG
Pearson
Correlation 0.582 0.414 0.439 0.550 0.590 0.582 0.561 0.588 1

Sig. (2- tailed) 0.000 0.000 0.000 0.000 0.000 0.000 0.000 0.000

DP
Pearson
Correlation 0.513 0.523 0.506 0.604 0.428 0.483 0.336 0.484 0.535 1

Sig. (2- tailed) 0.000 0.000 0.000 0.000 0.000 0.000 0.002 0.000 0.000

TRR
Pearson
Correlation 0.441 0.402 0.327 0.555 0.477 0.487 0.336 0.356 0.434 0.616 1

Sig. (2- tailed) 0.000 0.000 0.003 0.000 0.000 0.000 0.002 0.001 0.000 0.000

TER
Pearson
Correlation 0.333 0.387 0.455 0.367 0.664 0.395 0.369 0.426 0.426 0.633 0.469 1

Sig. (2- tailed) 0.002 0.000 0.000 0.001 0.000 0.000 0.001 0.000 0.000 0.000 0.000
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Table 4. Summary of the hypothesis testing results.

Path Relationship
Pathcoefficient
Standardized
Coefficients (β)

p-Value t-Value R2 Hypothesis
Validation

H1: Attitude—Behavior Intention 0.832 0 24.864 0.885 Supported
H1A: Perceived Usefulness—Attitude 0.728 0.005 10.648 0.581 Supported
H1B: Perceived Ease of Use—Attitude 0.626 0 14.149 0.711 Supported
H1C: Personal Competency—Attitude 0.47 0 10.687 0.588 Supported
H1D: Transaction Intention—Attitude 0.754 0.005 11.059 0.605 Supported
H2: Social—Behavior Intention 0.828 0.002 15.602 0.755 Supported
H2A: Social Network—Social 0.799 0 14.295 0.721 Supported
H2B: Reputation—Social 0.722 0.002 17.362 0.792 Supported
H3: Data—Trust 0.94 0 26.357 0.898 Supported
H3A: Data Integrity—Data 0.627 0 9.964 0.557 Supported
H3B: Data Validity—Data 0.762 0 12.237 0.655 Supported
H3C: Data Governance—Data 0.676 0 14.513 0.727 Supported
H3D: Data Privacy—Data 0.568 0 11.593 0.63 Supported
H4: Security—Trust 0.728 0 17.013 0.786 Supported
H4A: Transaction Risk—Security 0.745 0 14.347 0.723 Supported
H4B: Technology Risk—Security 0.724 0 15.232 0.746 Supported
H0A: Behavior Intention—Adopting
Blockchain in IoT 0.904 0 34.336 0.936 Supported

H0B: Trust—Adopting Blockchain in IoT 0.923 0 24.331 0.882 Supported

Table 4 shows the squared multiple correlations of the various variables in the model R2 in the
range 0.755 to 0.898, which means the model (Attitude-related factors; Social influence-related factors;
Data-related factors; Security-related factors) can explain 76% to 90% of the variations of the adoption
of IoT blockchain technology.

According to Table 4, the perceived usefulness, perceived ease of use, personal competency,
transaction intention, social network, and reputation had a positive and significant effect on behavioral
intention. Further, factors related to behavioral intention and social factors had a positive effect on
the behavioral intention to the adoption of IoT blockchain technologies, with the standardized path
coefficient being (β = 0.832 and sig. = 0.000), (β = 0.828 and sig. = 0.002 ), respectively. In this manner,
H1, H2, and H0A were emphasized as the main and sub-hypotheses. On the other hand, factors related
to data in terms of integrity, validity, governance, and privacy had a positive effect (β = 0.940 and
sig. = 0.000) on trust towards IoT blockchain technology adoption, thereby confirming H3. The risk
of transaction and technology had a significant relationship with trust in IoT blockchain technology
adoption (β = 0.728 and sig. = 0.000), thus H4 was supported.

5. Discussion

This study measures the effect of integrating blockchain technology into IoT technology. We firstly
identified the critical factors related to the adoption of blockchain and IoT technologies. The significance
of the study concentrates on developing a comprehensive theoretical conceptual model that can explain
a large proportion of variance in the intention to adopt blockchain with IoT technology. The Technology
Acceptance Model (TAM) was used and developed to assess the level of integration of blockchain and
IoT technology. The results of the data analysis gathered throughout the survey show the strength of the
proposed blockchain IoT technology model. The statistical analysis on the four dimensions of factors
revealed a significant positive influence in terms of adopting blockchain IoT technology. The study
confirmed the hypotheses with strong correlations in four dimensions of factors and sub-factors.
This was done by including the opinions of specialists in both blockchain and IoT technologies.

The dimensions of factors were evaluated using the survey. When comparing the different
dimensions and factors of the model with respect to mean, data-related factors were found to be
the most influential in relation to the other factors. In particular, data validity was the most critical
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factor, and more attention should be paid to it. Thus, professionals and users of blockchain and IoT
systems have to be aware of data validation strategies and regulations. As was discussed in Section 3.2,
data validity focuses on the correctness of data, since the methodology involved in blockchain IoT
technology requires a level of distribution and partitioning. This maintains an open environment that
produces massive data that requires reliable and efficient communication between connected devices.
Adaptive buffers, error detection values, and thresholds are some example of techniques to guarantee
data validity [68].

When it comes to the coefficient of determination R2, which measures the proportion of the
variance in the dependent variable that is predictable from the independent variable(s), it is notable
from Table 4 that the behavioral intention factor and its sub-factors had the highest value of 0.94.
This indicates the importance of attitude towards blockchain and IoT systems in addition to social
influencers. In particular, social networks and reputation have a critical impact on behavioral intention
since they have the highest R2 values [36,38,45].

In terms of the Pearson correlation shown in Table 3, the greatest correlation was demonstrated
between perceived usefulness and transaction intention. This correlation had an indirect effect on the
other factors. Generally, the results illustrate that PU not only has a direct effect on the intention to use
a technology, but also it has an indirect effect through the TI on the intention to use a technology. Thus,
the results show that TI has a direct effect on the intention to use blockchain and IoT technology [26].

With regard to the negative impact on the conceptual model, the results show no significant
negative impact except security factors and the personal competency in attitude factor. The values are
very close to the other factors in the model, and they only show a slight difference when compared
with the rest of the factors (see Table 4). In this case, security risks should not be covered in this
type of technology unless security threats have encountered [57–60]. In today’s digital interconnected
platforms especially for IoT systems, which consist of open and connected devices which are exposed to
attacks and possibilities for cybercriminals. As discussed in Section 3.2.2, guaranteeing decentralization,
streamlining, and risk-free transactions within IoT infrastructures is critical to limit cyber attacks
targeting centralized systems [60].

In summary, trust-related factors in the adoption of blockchain IoT technology were more
significant than behavioral intention factors. This is because of the importance of data-related factors
on trust. Thus, professionals should consider this in terms of increasing the level of trust. The findings
additionally revealed that social-related factors are important for the adoption of blockchain IoT
technology, but the consequences of this are limited in terms of behavioral intention. To explain,
professionals may have a solid reputation, good social networking skills, a good level of interest,
and can commit, but they have low or no personal competency, which affects the overall behavioral
intention to use the technology.

6. Conclusions

In conclusion, this paper addresses the close connection between blockchain and IoT technologies.
In the digital era, new technologies such as blockchain and IoT systems have come to dominate in
several industries because of the robustness and effectiveness they can offer. In this paper, we propose
a conceptual model that identifies the critical factors that have an impact on integrating blockchain
and IoT technology. The analysis of the study reveals the positive impact of data-related factors, i.e.,
data integrity, data validity, data governance, and data privacy. Moreover, behavioral intention and
the related factors have a significant effect in terms of adopting these two technologies. In contrast,
security-related factors are less significant as compared with the other factors, which is reasonable
since these types of technology require open communication and form an open network of connected
devices. This study has some limitations that need to be addressed. The first limitation concerns the
generalizability of the findings. The study was conducted in Saudi Arabia, which highly promotes
the emergence of technologies and tools that support the 2030 vision. This involves enhancing
business and investment in the country and empowering the financial industry to a tremendous
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degree. Thus, countries with a limited technological infrastructure will not able to adopt the proposed
model effectively. In addition, these technologies are novel and professionals with a limited technical
background will struggle to adopt them in their business. Therefore, knowledge of the factors that
effect their integration is not sufficient in terms of attaining the potential benefits.

Future work may further explore the problem under study, extending it to encompass more
factors or enhancing the current model to fit any improvements in both technologies. Since this
model is directed at applications and domains that exist in Saudi Arabian sectors, the model could be
improved and aligned with cultural beliefs and/or governmental regulations. In terms of practical
enhancements, some changes in practical standards or performance indicators could effect the model’s
adoption, thus more factors could be adopted. Lastly, to verify the validity of the proposed model,
a real-world experiment should be performed in real industries to tackle any limitations and/or to
reveal avenues for further research.
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