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Abstract: Blockchain is a peer-to-peer trustless network that keeps records of digital assets without
any central authority. With the passage of time, the sustainability issue of blockchain is rising. This
paper discusses two major sustainability issues of blockchain: power consumption and scalability.
It discusses the challenge of power consumption by analyzing various approaches to estimating
power consumption in the literature. A case study of bitcoin is presented for this purpose. The study
presents a review of the growing energy consumption of bitcoin along with a solution for immersion
cooling in blockchain mining. The second challenge addressed in this research is scalability. With
the increase in network size, scalability issues are also increasing as the number of transactions per
second is decreasing. In other words, blockchain is observing low throughput with its increase in
size. The paper discusses research studies and techniques proposed in the literature. The paper then
investigates how to scale blockchain for better performance.

Keywords: blockchain; bitcoin; scalability; power consumption; immersion cooling

1. Introduction

In the current world, centralized systems govern the majority of financial transactions
between people or businesses. In other cases, they can be managed by a third-party
organization. In the case of a digital payment or transfer between two businesses, a bank or
credit card vendor, for example, functions as a third party. All successful transactions are
paid for by the client firms. A third-party firm handles and manages practically all of the
interaction in the online process in this one-size-fits-all approach. This approach obviously
requires the use of a third party to ensure the transaction’s security. A blockchain, on the
other hand, is a widely dispersed and securely managed peer-to-peer network where no
third party is necessary to handle information and trust between network users.

Blockchain technology is a cutting-edge concept with a promising future. Haber and
Stornetta introduced blockchain, and Satoshi Namakoto introduced the Bitcoin system in
2008, which drew much attention. Bitcoin has been a huge success in the cryptocurrency
world. Following Bitcoin, plenty of alternative currencies have emerged. In 2017, cryp-
tocurrencies were launched and offered to the public in 2019 with a variety of business
ideas. Despite the excitement around digital currencies, bitcoin has a market valuation of
up to 53% [1].

Bitcoin, the first social blockchain application, was created two decades ago. Until
then, the public blockchain of the technology was confined to the environments of digital
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currency. It was not used in other sectors ever after [2]. Adopting a public blockchain
network in numerous real-world business applications has proven to be quite difficult due
to issues with electricity expenditure and scalability, among several others. The analysis
in the research was generally not sufficiently characterized. This paper addresses these
two problems of energy consumption and scalability.

Research Objective and Contributions of the Study

The primary objective of this survey is to provide a thorough and systematic evalu-
ation of two sustainability issues in blockchain, i.e., power consumption and scalability
challenges in blockchain technology. The goal is to present a clarified and transparent
viewpoint of energy consumption and blockchain sustainability. The objectives of this
research can be summarized as follows:

(a) To give a thorough literature study on the global energy consumption of bitcoin.

(b) To outline the costs and power requirements for different types of electricity as well
as for central heating.

(c) To propose a solution for saving energy consumption.

(d) To present how research proposed different strategies to overcome the scalability
problem of blockchain.

(e) To present the summarized results achieved by adopting different strategies to resolve
the challenge of scalability in blockchain technology.

The major contribution of this research is to provide a systematic literature review on
sustainability challenges in the blockchain. There are two direct contributions to this study.
The first contribution of this study is to highlight the energy consumption estimations in
blockchain and propose a solution based on the current circumstances. For this, we use the
data obtained from different real-time sites to estimate Bitcoin’s rise in power consumption.
Cooling and IT hardware losses have a significant impact, yet they have been generally
ignored in earlier research. Prior studies, such as Krause et al. [3], which make projections
about upcoming carbon emissions or compare bitcoin and metal mining, are based on basic
energy consumption estimations and lack empirical grounding [4,5].

The second part of this paper examines the scalability problem (second contribution).
Blockchain technology faces scalability problems when a large number of nodes and
transactions are added. This issue occurs significantly in public blockchain technology
because each node is required to record and run a computational activity to authenticate
each transaction (e.g., Bitcoin and Ethereum). Blockchain systems consequently require a
significant amount of processing power, quick internet connectivity, and a lot of storage
space at any given moment. Transaction throughput and transaction latency are the two
major contentious performance metrics in the blockchain. Both of these metrics have yet to
reach an acceptable QoS standard in many widely used public blockchain technology. For
instance, Bitcoin and Ethereum can process 7 to 20 transactions per second (TPS), but they
have significant consensus execution latency of up to 10 min (the typical time it takes to
build a block). Apart from their performance, Bitcoin, Ethereum, and Litecoin currently
occupy 305.23 GB, 667.10 GB, and 28.45 GB in storage capacity, respectively. The amount
of time it takes to retrieve the entire blockchain is also significant. In summary of the
discussions, the contribution of this research is to provide a systematic literature review on
sustainability challenges in blockchain comprising:

O  Areview of the energy consumption challenge and proposing suggestions for energy
conservation;

O  Analyzing scalability challenges in blockchain, providing a taxonomy and an updated
account of research conducted in this domain.

It is to be noted that very few studies in the past have attempted to analyze the
sustainability challenge in this way, and only a few have provided a taxonomy on the
scalability challenge.
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The rest of the sections of the paper is structured as follows. Section 2 presents the
research methodology. Section 3 explores the background study. Section 4 discusses a
systematic literature review on the power consumption issue. Section 5 offers a discussion
on the scalability problem. Finally, Section 6 concludes and identifies the future directions.

2. Research Methodology

The approach employed in this research, research benchmark, data sources, and
investigation parameters used in the research are covered in this section.

2.1. Research Questions

The following are the main research questions that are explored and eventually ana-
lyzed in our research study:

RQ1: What is the main concept of blockchain and cryptocurrency?

One of the research objectives is to elaborate on the basic concept of blockchain and
cryptocurrency. Therefore, the purpose of RQ1 is to present the details regarding the
concept and history behind blockchain and cryptocurrency and to make its origin and
implementation clear.

RQ2: How does blockchain technology make life easier for consumers worldwide
by mining?

This research question is in the continuity of RQ1 to explain blockchain mining, in
particular, as a paradigm for the computational effort that nodes in the network perform
in the hopes of obtaining additional tokens. Actually, miners are effectively being com-
pensated for acting as auditors. They are responsible for examining the authenticity of
cryptocurrencies. The survey discusses important information.

RQ3: What is the estimated electricity consumption by bitcoin globally?

Corporations all around the globe are currently under demand to reduce the amount
of non-renewable energy they use and the amounts of carbon dioxide they release into
the environment. However, determining how much consumption is excessive is a difficult
issue that is entangled with discussions about our society’s objectives. The inquiry into
energy use seems reasonable in appearance. This study explains how Bitcoin effectively
consumes energy and provides an estimation of its global electricity consumption.

RQ4: What are the characteristics of currently available energy-efficient approaches
suggested for Bitcoin?

This research paper objectifies the characteristics of currently available energy-efficient
approaches that are suggested for Bitcoin by researchers. Therefore the main objective
of RQ4 is to present the recent targeted techniques suggested by professional researchers
along with the primary architectural properties and the type of reward for BTC miners to
save energy.

RQ5: What are the power use and power efficiency in recent Bitcoin ASIC Miner
machines?

Fields for bitcoin mining use a significant amount of electricity. They spent 30% of
the money they were given on power [6]. The strength of the power they receive has a
significant effect on the dependability, efficiency, and performance of mining fields. It is
required to increase the reliability of energy. This survey’s RQ5 targets summarize the
recent Bitcoin ASIC Miner Machine Types, the hash rate (TH/s), power use (W), and power
efficiency (J/GH).

RQ6: How can we save energy consumption in bitcoin mining?

With its interconnected network of nodes, blockchain is reshaping the financial sector,
making money transactions easier, and reshaping the global economy. Although mining
cryptocurrencies have a high annual environmental cost, this may outweigh the advantages.
Presently, more than 0.6% of the world’s energy usage is attributed to Bitcoin mining
exclusively. Therefore, RQ6 aims to propose a solution to save energy consumption in
bitcoin mining.

RQ7: How can the scalability problem affect the use of distributed ledger technology?
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This survey’s goal is to research and carefully analyze the public blockchain scalability
issues. Eventually, the goal of RQ7 is to analyze all pertinent intellectual research articles
and data that are specifically linked to the scalability challenge in order to comprehend
how important an influence it will have on the deployment of blockchain platforms.

RQ8: What essential underlying causes the blockchain’s scalability issues?

This query is connected to the likely causes and relationships between them that are
impeding the use of blockchain technology for widespread adoption. Because it will create
information depending on public blockchain scalability challenges and couple with the
targeted research topics, RQ8 is contingent on RQ?7.

RQ9: How do researchers recommend overcoming the blockchain’s scalability troubles?

This question aims to comprehend the most recent approaches to public blockchain
scalability problems. What other researchers have conducted to solve scalability in dis-
tributed ledgers is what RQ9 seeks to discover. Instead of just ideas or visions offered in
publications, this is looking at research that has suggested particular approaches that were
developed, modeled, or technically verified.

2.2. Research Benchmark

This work is a comprehensive review of major sustainability issues of blockchain:
power consumption and scalability. By examining several methods for calculating power
consumption in the literature, it analyses the problem of power consumption. Scalability
is the second issue this study deals with. The research investigations and literary strate-
gies discussed in the text are significant research. The research then focuses on scaling
blockchain to improve performance. Table 1 provides the details of the search engines used
for this research.

Table 1. Selection of search engine.

Finding Engine Address of Mentioned Search Engine

IEEE Xplore https:/ /ieeexplore.ieee.org/ (accessed on 5 July 2022)

ACM https://acm.org/ (accessed on 30 September 2022)

Academia https:/ /academia.edu/ (accessed on 25 August 2022)

Science Direct https:/ /sciencedirect.com (accessed on 18 September 2022)
Taylor and Francis https:/ /www.taylorandfrancis.com (accessed on 20 August 2022)
Springer https://springer.com (accessed on 21 August 2022)

2.3. Data Sources

For this research, a wide range of data sources was taken into account. Google Scholar,
articles, books, and websites were the main sources of information for the extraction of
related research papers.

Figure 1 displays the percentage of various research publications that were studied
from various sources between 2013 and 2022. These resources include books, webpages,
Science Direct, Springer, IEEE Xplore, and others (Figure 2).

2.4. Quality Assurance

The research papers that were collected were further subjected to standard evaluation
standards for inclusion and exclusion. After the initial abstract assessment, any research
papers were left out. Following is a list of the primary criteria used for inclusion and
exclusion (Table 2):


https://ieeexplore.ieee.org/
https://acm.org/
https://academia.edu/
https://sciencedirect.com
https://www.taylorandfrancis.com
https://springer.com
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Figure 1. The percentage of papers covered from 2013 to 2022.
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m ACM Digital library
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m Websites

m Others

Figure 2. The percentage of research papers read from multiple sources.

Table 2. Choice of inclusion and exclusion criterion.

The Rules Followed for Selecting Research Content

A research paper that is proposed by professionals.

A complete research study was performed in the sense of blockchain.

A complete study was performed in the sense of energy consumption.
Research outlining workable solutions to the blockchain scalability challenge.
A research study conducted in the context of sustainability in blockchain

A research paper is presented in the English Language.

Inclusion

A research study that does not focus on blockchain challenges.
A research paper that targets issues except for energy and scalability.
The proposed solutions presented are not practically analyzed

Exclusion
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3. Background and Research Challenges in Blockchain

The blockchain is an immutable decentralized ledger that cannot be disrupted or
tempered by anyone. Narayanan et al. [7] emphasized the importance of using a proof-of-
work consensus means of ensuring that no one can manipulate or disrupt the operations.
The validation of identity and transactions is performed using hash function search prob-
lems. In this research, two major problems in blockchain are investigated, i.e., power
consumption and scalability. Additionally, there are a number of other challenges that are
highlighted below.

3.1. The Power Consumption Challenge

In order to contribute legitimate blocks to the chain, participating nodes must solve
these search challenges. The challenge of these issues changes on a regular basis to reflect
changes in associated computational power and to keep the time between each block
insertion at around 10 min. Until October 2018 [8], the computational power required to
solve a Bitcoin problem has jumped more than fourfold, resulting in increased energy use.
According to various analyses, the annual power consumption for Bitcoin was 500 TWh
as of March 2021. (as shown in Figure 3). The energy consumption in blockchain was
analyzed in detail in Section 4.
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Figure 3. Annual Bitcoin energy consumption (TWh) [9].

Currently [10], the Bitcoin cash price (BCH) in June 2021 was USD 698.3; BCH market
cap was USD 13.1 B; BCH daily transactions were 72 K; and BCH money supply was
enormously increasing, i.e., BTC 18.8 M. Additionally, in Dec 2022, Bitcoin cash price (BCH)
was at USD 17,150.91., BCH market cap was USD 330.05 B, BCH daily transactions were
276.614 K, and BCH money supply was, i.e., BTC 19,254,487 (as shown in Figures 4-7).

3.2. The Scalability Challenge

In various recent studies, the challenge of scalability has also been highlighted. It was
first defined by Vitalik Buterin, the Ethereum co-founder. According to Vitalik, trade-offs
are unavoidable when it comes to three key blockchain properties: security, decentralization,
and scalability. The core and essence of blockchain is decentralization. Security is a very
important attribute, but scalability has much more importance [11].
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Figure 4. Bitcoin cash price (BCH) in June 2021 was USD 698.3, and in December 2022, the value was
USD 17,150.91 [10].
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Figure 5. BCH Market capitalization in June 2021 was USD 13.1 B, and in December 2022, it reached

USD 330.05 B [10].
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Figure 6. BCH daily transactions as of June 2021 were 72 K, and in December 2022, they reached
276.614 K [10].
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Price Market Cap 24hr Volume Supply Daily Transactions
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Figure 7. BCH money supply in June 2021 was at its peak, i.e., BTC 18.8 M, and its value on December
2022 was 19,254,487 [10].

Reducing latency in cryptocurrency may boost transaction speed, but confidentiality
would be compromised due to the high likelihood of splits emerging on public blockchains.
Finding a balance between these three characteristics of the blockchain is therefore crucial,
as is taking the needs of public blockchain implementations into account. In this paper, we
primarily concentrate on two major scalability issues, i.e., sharding and lightning networks.
We also investigate additional issues such as latency and, to some extent, reducing block
publication time. Lightning network concentrates on off-chain problems, while sharding
addresses chain-related concerns.

Blockchain networks are generally divided into several shards to increase scalability
and reduce the overhead associated with replicating communications, space, and comput-
ing in each particular node. A “second tier” called the lightning network is implemented
on top of the blockchain system and uses user-created micropayment mechanisms to in-
stantaneously complete transactions. The concept was first put forth by Thaddeus Dryja
and Joseph Poon in 2016, and it was eventually created as an open-source software option
in 2018. Lightning enables numerous transactions to occur off-chain (off the blockchain),
maintains track of the current state of the network, and then validates it with a single trans-
action on the Bitcoin network. This leads to fewer blockchain bottlenecks and lesser value
transfer costs per transaction because lightning’s fee structure is different from Bitcoin’s.

3.3. Mining in Blockchain

There are a limited number of coins (21 million) available for use in Bitcoin, albeit
not all of them were distributed at the time of the 2009 launch. Since the “genesis block” or
initial block of Bitcoin, around 18 million of the total 21 million coins have been placed
into circulation. Although it is hard to specifically determine how much gold is still to be
produced and mined, new gold does enter the market from processing [12]. Through a
process called crypto mining, which entails finding each new block’s distinct hash (a very
long string of numbers and letters), fresh Bitcoin is found and made available to order.
Simply said, blocks are essentially collections of transactions that happened over a specific
period of time, and fresh blocks are always made publically accessible.

A certain quantity of Bitcoin is made available for each block located through the
mining process. As a result, people who find new blocks are rewarded, and buyers can
purchase new Bitcoin. Each block’s hash has no discernible pattern or purpose, so miners
program their systems to generate several guesses each second in an effort to decipher
these arbitrary codes [13].

Powerful computers, known as “nodes”, are used by miners to look for and find
new blocks. Anybody can mine Bitcoins using the free software on Bitcoin.org; however,
operating a computer in this manner requires a lot of energy and memory. The next block
will be created by the person who correctly guesses the code first, and they will also receive
the transaction cost when their Bitcoin is bought and sold. “There is a treasure chest on
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every new block. The block reward, which is free Bitcoin that is released onto the market,
is also inside, claims Leech. Another element behind Bitcoin’s erratic daily fluctuations
is the mining process [14]. Cryptocurrency still has many obstacles to overcome despite
the advantages it offers. Due to the risks and difficulties associated with trading and
investing in cryptocurrencies, onlookers and new traders have likely exercised caution
while deciding whether to make significant investments or not [15,16].

Since paper currency is governed by the central bank of a country, using it is secure
for users. The central bank has complete control over all policies and the outcome of a
nation’s monetary posture. Regarding cryptocurrencies, everyone is free to open several
accounts for no fee. Not required to use their true identity and have no proper centralized
vetting processes [17]. The idea that there are illicit operations behind all of the Bitcoin
membership and trading could be a deception in one form or another due to the nebulous
nature of this procedure. According to Kethineni et al. [18], cryptocurrency is more likely
to be utilized by cybercriminals in fraud schemes, including organized crime and financial
crimes. Despite the fact that blockchain technology was created to make life easier for
consumers worldwide, criminals must always figure out some way to monetize.

The cost of energy usage is another significant price a miner faces in addition to the
upfront cost of purchasing the hardware [19]. In comparison to the benefits received for
clearing a block, it has been discovered that electrical costs associated with mining the
digital currency are higher [20]. Cryptocurrency mining has consumed much electricity.
The price of mining varies depending on the efficiency of the hardware. The anticipated
energy consumption of small to medium-sized countries such as Bangladesh and Denmark
ranges from 10 MW (equal to a small power plant) to 3-6 GW, according to reports, when
it comes to the generation of electricity from mining cryptocurrency [21]. The price of
mining cryptocurrencies was summarized by Becker et al. [22]. Due to the fact that the vast
majority of these currencies have adopted proof of work, it necessitates using a significant
amount of power because the equipment associated must perform analytical research. This
is particularly detrimental to large-scale mining operations. Due to the emission of carbon
dioxide caused by Bitcoin mining, the world will be destroyed due to global warming as
a result.

3.4. Privacy Challenge

According to Kshetri [23], decentralized blockchain technology has low sensitivity
and privacy. It makes room for fraud and manipulation. There are numerous issues with
the authentication and authorization system of blockchain technology with respect to
the Internet of Things (IoT). The pool construction mining processes are susceptible to
two different kinds of attacks. Either malevolent pool users or pool operators are to blame.
By pooling the resources in their pool, the malicious pool operators can launch a Sybil
attack against the infrastructure. Moreover, malevolent pool members may be able to boost
a certain mining pool’s computing power and later disrupt it. These individuals switch
between pools in an effort to lower the pools” mining results and reduce the value of the
blocks they have mined [24].

4. Energy Consumption in Blockchain

To analyze energy consumption, this paper uses Bitcoin as the case study, as the
only known energy usage estimates available in the literature are for Bitcoin. When the
first block was created in 2009, Bitcoin’s network difficulty was just one. The goal of this
challenge [25] was to determine the entire computational speed (as depicted in Figure 8).
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Figure 8. Difficulty with respect to Date and PHash/s [25].

4.1. Approaches Used for Estimating Energy Consumption in Bitcoin

Garcia et al. [26] estimated the fundamental worth of one Bitcoin using an approximate
mining efficiency of 2 MH/J. Eventually, to improve mining efficiency, researchers created
Application Specific Integrated Circuit miners. Hayes [19] gave an estimate of the cost of
power in research. In 2017, it was almost identical to the trading value of Bitcoin with an
estimated number. Garcia’s [26] miners, on the other hand, have drawbacks.

Due to the extremely high hash rate, miners reduced Bitcoin’s decentralization by
allowing over 50% of attack(s) to be carried out [27]. Everyone else will have to boost their
hash rate to keep the connection steady, which will result in increased energy use. There is
a variety of regularly observed infographics of power use that are based on stereotypical
assumptions. For example, according to Digiconomist [28], the predicted annual electrical
energy consumption of Bitcoin in June 2021 is 125.12 TWh, based on the fraction of mining
income spent on electricity expenses [28]. The conclusions of Digiconomist were also
utilized in a June 2018 report by the Bank for International Settlements (BIS) [29]. According
to the BIS research, seeking dispersed trust could result in an environmental calamity.

Bevand [30] shows the network’s upper bounds for electricity consumption at 3250 PH/s,
considering the worst and best-case scenarios for miners, respectively. However, according
to his computations, the network’s energy utilization at 3250 PH/s is 470-540 MW or
4.12-4.73 TWh/year. Imran [31], in his discussion of Bitcoin Mining’s Economic Benefits,
proposes that the mining process could aid in energy redistribution and the utilization of
renewable energy sources. However, there are presently no realistic methodologies for
estimating cryptocurrency mining electricity use. The only concrete statistic is the absolute
minimum energy consumption calculated by multiplying the network hash rate by the
most optimal miner’s energy efficiency. From 5 June 2020 to 4 June 2021, the total network
hash rate of Bitcoin (as shown in Figure 9) was around 151.415 million TH/s [32].

However, because of the ability to gather and manage resources, research, and invest-
ments have begun to employ blockchain to generate renewable power [33]. Groups in
Europe, America, and Australia have worked.

The estimated number of terra-hashes per sec., the Bitcoin network has been per-
forming in the last 24 h on projects including renewable energy measurement, trade, and
shipping utilizing digital currency. According to Adjeleian et al. [34], the adoption of
blockchain in different application sectors can help people redefine the renewable energy
sector. They did so by presenting case studies of businesses and discussing the fundamental
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issues around data privacy and storage. Their research, on the other hand, concentrated on
trading and management tactics based on blockchain technology.
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Figure 9. Total Hash rate [32].

Investigations concerning the energy consumption details of cryptocurrency mining
are still lacking. The impact on energy was barely mentioned in the majority of encoded
digital money reports. As a result, the current state of cryptocurrency mining energy usage
is discussed in this paper. This study also proposes a method for conserving energy rather
than consuming it. It effectively means that air conditioners are deployed to cool the heat
from the miners, and ultimately these air conditioners take a huge amount of power [35]. A
summary of the conducted survey on the bases of Bitcoin energy consumption is presented
in Table 3. The summary of the characteristics of currently available energy-efficient
approaches suggested for Bitcoin is presented in Table 4 [36].

Table 3. Bitcoin’s electricity usage worldwide (Estimated electricity consumption (terawatt-hours,

annualized)).
Estimated Electricity Consumption (TWh)

Time Stamp Higher Estimate Best Guess Lower Estimate
9 June 2017 43.258 17.165 4.619
30 January 2018 161.652 40.735 17.259
3 November 2018 94.842 51.935 21.564
10 January 2019 66.847 37.889 17.216
9 July 2019 183.289 59.005 23.734
7 March 2020 155.761 82.736 43.116
8 February 2021 291.091 117.087 43.438
15 May 2021 305.56 128.849 46.134

4.2. Discussions on Literature for Energy Consumption

To date, calculating the amount of electricity used by Bitcoin mining devices to perform
all of those hash computations has been difficult. Despite the fact that we can easily
approximate the Bitcoin network’s total processing power, we have limited knowledge
of the underpinning devices and their energy consumption. It is also impossible to count
the number of nodes linked. Although the blockchain is expected to have roughly more
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than 11,000 linked nodes, each node can comprise single or multiple machines. Moreover,
assessing the Bitcoin station’s usage of power based on the efficiency of various hardware
has been a routine practice for years.

Table 4. Characteristics of currently available energy-efficient approaches suggested for Bitcoin [36].

Author(s)

Targeted Technique

Primary Architectural
Characteristic

Type of Gain
or Reward for BTC Miners

Puthal, D. et al. [37]

confirmation of
authenticity (i.e., PoA) or
proof of authentication

The main consideration
for design is the hash rate

Only the active peers obtain the
reward from the blockchain

Luo, J. et al. [38]

Smart contract

The main consideration
for design is that there is no
central entity

Boost in resources
in terms of energy

Hahn, A., et al. [39]

Smart contract

The main parameter for design is
that there is no central entity

Boost in resources
in terms of energy

Mir, U. et al. [40]

PoG (Proof of Green)

The main parameter for design
is trust that can
be performed by using vote.

N/A

Furthermore, assessing the Bitcoin network’s power requirements and evaluating
the efficiency of various devices (hardware) has been a routine practice in the industry.
The overall network computing power, in contrast, can be utilized to evaluate a lower
estimate of Bitcoin’s energy demand. Bitcoin mining engines that are publicly accessible
have a stated efficiency of 0.031 joule per gigahash (shown in Table 5). Researchers estimate
that this lower limit should be roughly 2.56 GW, gathered from multiple Bitcoin mining
equipment attaining stated efficiency of 0.098 joule per gigahash (Table 2) and the overall
Bitcoin infrastructure producing 26 quintillion hash values per sec.

Table 5. Samples of Recent Bitcoin ASIC Mining Machinery [28,34,41] (Source: Bitmain, Bitfury,

and Canaan.).

Type of Machinery Hashrate Value (TH/s) Power Usage(W) Ei&gﬁéﬁi;gi] /GH)
WhatsMiner M32-62T 62 3348 0.031
Whatsminer M32-70 70 3360 0.054
Antminer S9 14 1372 0.098
Antminer T9 12.5 1576 0.126
Antminer T9+ 10.5 1332 0.127
Antminer V9 4 1027 0.257
Antminer S7 473 1293 0.273
AvalonMiner 821 11 1200 0.109
AvalonMiner 761 8.8 1320 0.150
AvalonMiner 741 7.3 1150 0.160
Bitfury B8 Black 55 5600 0.11
Bitfury B8 47 6400 0.13

Moritz et al. [42] demonstrated that Bitcoin’s power consumption surpasses the energy
consumption of all PoS-based studies reported by a factor of at least two, confirming
the worries about the energy footprint of PoW. The PoS-based systems that have been
evaluated all consume energy differently, with public blockchain systems with a greater
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total energy footprint. The kind of hardware that smart contracts employ has a significant
impact on whether the energy usage of PoS blockchain technology is better compared to or
significantly higher than that of centralized, non-DLT systems. This is another extremely
crucial element.

The estimated total annual energy consumption of certain crypto-currencies is pre-
sented in the following Table 6 [28] (Accessed in September 2022):

Table 6. Annualized total energy consumption.

Cryptocurrency Energy Consumption per Year (TWh/yr)
Litecoin 4.54

Bitcoin SV 3.78

Bitcoin Cas 6.25

HEthereum 83.15

Bitcoin 115.65

Cardano 4.8

Degecoin

3.01

The system constraints for involvement, i.e., network capacity and memory space,
must be maintained as low as feasible because of the necessity to encourage as many nodes
to contribute in cryptocurrencies and the repeated processing of all payments. Bitcoin and
other cryptocurrency mechanisms can only exchange a few exchanges per sec because the
“slowest” permitted node controls the overall system effectiveness. Presently, the storage
space needed for the entire blockchain necessitates just under approximately 250 GB and is
expanding by about 61 GB/yr; numerous exchanges per time unit would keep increasing
the expansion correspondingly [43]. Therefore, limiting the power consumption by the
number of operations in cryptocurrencies dependent on PoW results in a staggering value
of the energy being used for each contract: In the case of Bitcoin, a particular transaction
would require some hundreds of kWh of electricity, which would be equivalent to the
usage of a typical German household over the period of a few weeks or months. This
results in the sustainability of blockchain being frequently criticized. Although the power
consumption per operation is substantially reduced for other PoW-based cryptocurrencies,
it is nevertheless orders of magnitude more energy-intensive than, for instance, a typical
reservation in the banking system. Furthermore, since theoretically, the blocks may be
indefinitely bigger, it is crucial to recognize that the quantity of transactions executed has
no impact on the overall network’s exploration and mining power usage. For PoW-based
digital currencies, the statistic “energy consumption per transaction” must be strictly taken
into account. However, considering how well Bitcoin and other existing PoW blockchains
operate, its power usage can undoubtedly be viewed as unsustainable [44].

4.3. Costs of Central Heating and Other Forms of Electricity

Mining equipment that is gathered together in mining facilities accounts for the bulk
of the entire Bitcoin network hash rate. In 2017, Hileman and Rauchs [45] conducted a
study with 48 miners and found this to be true. Eleven of them were classified as big
mineral extraction, with more than 50% of the worldwide Bitcoin blockchain hash rate
attributed to them.

BitFury [46] has revealed that Allied Control (AC), a BitFury Family affiliate, has
discovered an innovation in data center sustainability. AC takes pride in the installation of
a cooling system in two phases. This tends to increase the energy density from 5 to 10 kW
at the peak value of 250 kW. The cooling energy usage is also reduced by more than 96%,
with a PUE of 1.02. This successfully achieves sustainability in cost and time. Researchers
offered a number of contradictory comments in the form of reports addressing the use of
electricity by specific Bitcoin facilities. Huang [47] stated that the facility was powered by
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40 megawatt. On the other hand, Tech in Asia [48] released a report with a power estimate
of 33.33 MW, which corresponds to 800 MWh each day.

At this point, it certainly cannot be precluded that hash rate is the only factor that
reflects a significant portion of the electricity required in Bitcoin mining at this moment.

4.4. A Novel Solution for Energy Preservation

Bitcoin mining is supposed to use as much energy in 2025 as we use in the whole
world for everything. About 40-42% of the electricity needed to run the operation is just to
cool the electronics. This is the main purpose of this research, which it targets to address.
To focus on the improvement of energy efficiency as discussed in Section 2.

For that, we actually need something different, portable, and obviously new to help
maintain and eventually reduce energy consumption. In the early stage (around 2012),
people used air conditioning as a solution, but later it was found out that these air conditions
have their own enormous use of energy [35] as they remain on throughout the period.
Therefore, instead of installing air conditioners, there is a need to adapt something from
nature. The entire setup of miners is put inside the fluids that ultimately absorb the heat
and provide immersion cooling. Immersion cooling basically submerges the IT equipment
in a liquid so that when the liquid comes in contact with the electronic equipment and
makes it cool. This fluid is non-conductive and, therefore, can easily come in contact with
the miners (electronic equipment) [49]. One more advantage of this approach is that instead
of spreading out the equipment on a larger area to make it air cool more quickly, now it
just needs to be packed together because it is going to cool through this fluid. In that way,
the entire data center size can be reduced to only a fraction of what it would be running in
a data center with traditional air cooling.

5. Scalability in Blockchain

The studies show that blockchains are plagued by issues such as scalability, which
results in longer transaction durations. Scaling blockchains is a complicated task. First and
foremost, the growing use of blockchains for high-demand services necessitates the devel-
opment of solutions that can maintain a target throughput and latency as the frequency
and volume of contacts increase [50]. Scalability continues to be a key challenge in the
blockchain. Both Bitcoin and Ethereum face issues of low performance due to poor through-
put, long transaction delays, and excessive energy usage. Several studies have provided
systematic literature reviews on scalability in blockchain [51]. The authors of [52] covered
several scalability difficulties with the Bitcoin and Ethereum blockchains, as well as new
suggestions to address these issues, such as the lighting protocol, sharding, super quadratic
sharding, and DPoS. This section presents an updated account of various approaches used
for addressing scalability problems in the blockchain.

Additionally, it has been observed that the current consensus approaches are not
scalable and frequently fail to deliver a satisfactory quality of service for real-world industry
applications. The results show that the Internet of Things (IoT), which is used in sectors
such as energy, banking, resource management, healthcare, education, and agriculture, will
be the most popular blockchain technology [51,53]. Hazari and Mahmoud [54] suggest
an approach that relies on parallel processing of mining to expedite the Proof of Work
procedure. The objective is to prevent more than two miners from putting an equal amount
of effort into finding a single block. The suggested approach comprises a procedure for
selecting a manager, allocating tasks, and establishing rewards. This approach has been
evaluated utilizing a range of possible circumstances by adjusting the level of difficulty
and quantity of verifiers in a testing phase that has all the properties required to carry
out Proof of Work for Bitcoin. However, structures still need improvements in order to
be employed in electronic voting [55]. Pieroni et al. [56] offered a vision of a ground-
breaking field of research that the researchers are looking into the use of algorithms based
on artificial intelligence to IoT devices that are a part of Blockchain systems. Lucas et al. [57]
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outlined a method that combines the benefits of blockchain technology with the real-world
implementation of distributed ledgers to encourage the growth of adaptability industries.

5.1. Protocol-Based Solutions

One of the studies [58] looked at the scalability of existing blockchain protocols and the
key elements that influence scalability, such as throughput and latency. They also provided
the HTNZ protocol, a novel technique to enhance the scalability of Satoshi Nakamoto’s
paradigm [59], which has been confirmed through experiments. HTNZ adds two more
elements to the mix: side block and helper. Side block offers a slightly modified block
structure, which allows for more transactions to be executed every interval.

The authors in [60] presented two blockchain technologies to boost on-chain scalability.
The first protocol, Bitcoin-NG, demonstrates how the separation of roles may lead to
an enormous scale. This notion is 0000000000000000000000000000 used to redistribute
roles that are implicitly bundled in a single block to subsequent blocks, separating the
block mining process from transaction serialization. Without relying on Bitcoin’s trust
assumptions, Bitcoin-NG delivers significantly better throughput and lower latency than
Bitcoin. The second protocol, Aspen, works in tandem with the first, adding scalability in
the face of an increasing number of services mixing on a blockchain. This protocol takes use
of the fact that various participants have varied expectations; as a result, it uses a new way
to divide overall complexity and resource cost among users based on their expectations.

Another approach has been presented in [61]. The premise of the study was that the
cubical deformation problem affects a great number of contemporary blockchain implemen-
tations. Although the most recent version of the roller chain has addressed this problem
by altering the block header’s data, the technology’s poor performance, unacceptably
high capacity expansions, and lack of adaptability make it very difficult to implement in
real-world settings.

5.2. Layered Solutions

Various studies in the past suggested a two-layer approach to solving the scalability
issue, even though this idea has its own problems. While some studies use the proof of
work (PoW) protocol paradigm, other research employs the proof of stake (PoS) proto-
col framework [62]. One of the several techniques offered to increase the scalability of
blockchain systems is to use a second-layer network [63]. This network can raise the total
number of transactions per second by establishing additional channels between nodes that
run on a separate layer and are not bound by the consensus ledger. The best structure for
the second layer network is provided in various research [63]. The author aims to arrange
the parameters of the second layer network as symmetrically as feasible in the suggested
topology. To demonstrate the structure’s optimality, the author first defines the greatest
scalability bound and then computes it for the suggested structure. The study demonstrates
how the second layer strategy may increase scalability without knowing the transaction
rate between nodes.

5.3. Solutions Based on Lightning Network

In one of the studies, the researchers suggest the hybrid lightning method to solve the
scalability issue with public blockchains by combining the proof of work with the lightning
network. The paper analyses and plans the development of distributed ledger technology
based on previous investigations. By attempting to confront scalability difficulties, the
research proposes a blockchain protocols model that may process up to 1,668,000 transac-
tions per second over a 2 Gbps Fiber network, lowering coin volatility and speeding up the
processing time.

The notion of off-chain payments was proposed in one of the studies leading to the
creation of the lightning network payment network (LN) [64]. Off-chain connections allow
transactions to be completed without having to write to the blockchain. However, the LN
architecture promotes fees and creates hub nodes, which defeats the objective of blockchain.
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Furthermore, it is still unreliable since not all transactions are guaranteed to be sent to
their intended recipients. If current merchants want to use it, these issues might make it
difficult for them to do so. To overcome this problem, they propose in their article that a
private payment network be established among a group of shops to satisfy their business
needs, similar to the concept of private blockchains. The objective is to create a pure
peer-to-peer topology that eliminates the need for relays and improves payment reliability.
The problem is stated as a multi-flow commodity problem, with off-chain linkages as edges
and merchants as nodes, with transactions representing commodities from diverse sources
to destinations.

The potential for a large-scale systemic compromise on the technology, in which an
intruder shuts down several lightning connections at once, was one of the earliest worries
identified in [65]. All payments would not be fully settled due to the blockchain’s massive
volumes of transactions, and intruders could be able to steal some money. The mechanics
of such an attack are examined in the paper, along with the cost and overall effects it would
have on Bitcoin and the lightning network. They show how an intruder can simultaneously
cause victim nodes to flood the Bitcoin network with queries and steal money that is locked
in networks.

Guo et al. [66] undertook a systematic measurement of LN based on data collected
over a fifteen-month period in this research. This statistic enables us to create a network
graph in order to investigate the payment routing success rate and decentralization degree.
In addition, they examine payment channels in terms of their roles. Their research con-
tributes to a better understanding of network processes and aids in the exploration of LN’s
future ramifications.

The concept of super nodes and the accompanying super node-based pooling was
developed in [67]. In order to meet the deadline, super nodes are built locally without any
global information or label transmission in the dynamic LN where users join and depart,
resulting in excellent adaptivity and cheap maintenance costs. A super node-based pool
is formed by each super node and a subset of (non-super node) neighbors. A partition is
made up of these pools, LN of the LN. Furthermore, super nodes are self-contained. The
scalability of micropayments is aided by the lowering of node sets. Because only super
nodes are participating in the search and payment of other super nodes, only super nodes
are involved. Pooling improves liquidity by redistributing funds inside a pool to external
channels of its super node. Extensive simulations have been run to verify the proposed
architecture’s increase in routing scalability and liquidation in many scenarios.

Various studies, such as [68], presented a coordination technique for a landmark-
based routing algorithm for offline financial transfers in this work. In a bi-directional
channel network, our approach allows landmarks to transport money in complementary
and non-overlapping channels, balancing channel values. The authors show that the
proposed coordinated landmark-based routing algorithm preserves a better balance of the
channels and greatly enhances the success rate of fund transfers when compared to existing
landmark-based routing algorithms via experimental assessment with Bitcoin lightning
network data.

Khan [69] presented Bitcoin’s off-chain, scalable, and high-throughput payment solu-
tion. A comparison is made to show the cost of the service. To examine its potential as a
blockchain-based payment system, researchers used lightning networks, Raiden, Stellar,
Bitcoin, and traditional payment methods to conduct transactions. The article also exam-
ines the data from the lightning network in order to offer a worldwide picture of its use
and reachability.

In a prior paper, [70] described CLoTH, a transaction channel network simulator they
developed to research the potential and constraints of such networks. In another study,
the authors used CLoTH to present the results of three pairs of simulations performed
on a modern snapshot of the LN to shed light on the upcoming subjects. They started by
investigating how hubs affect ON efficiency. The effectiveness of two different active and
passive channel redistribution techniques was then assessed. Finally, they examined the
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LN'’s performance under a typical payment channel network situation where only a few
service-provider nodes accepted payments from other nodes in the network. The LN is
resilient to hub withdrawal; our passive rebalancing strategy lowers transaction break-
downs due to channel overbalancing by around one-fourth, and in the scenario involving
service providers, a consistent amount of payments fails due to poorly balanced channels
leading to the solution providers. Their research further demonstrates the advantages of
the lightning network when hubs are eliminated as well as its disadvantages when dealing
with service providers. Additionally, the passive rebalancing approach proposed in this
research is a great candidate to be added to the lightning network framework in order to
address channel instability.

In a privacy-conscious payment channel network, it is feasible to try to make a pay-
ment. Until one is successful, a number of payment choices are offered. By having a
significant completion networked connection, such as the lightning network, to execute
a single payment, it could take several minutes. The authors in [71] developed a formula
for improving the system’s equilibrium and included a network imbalance meter. The
network can be viewed as a collection of procedures for rebalancing the revenue streams
inside the internet’s circular channels. Given that the currency and balances of network
paths are not known globally, they provide greedy heuristics that boosts each node’s local
balance despite the uncertainties. They show that the network’s imbalance distribution
has a Kolmogorov-Smirnoff distance of 0.74 when compared to the imbalance distribution
after the heuristic is applied in an empirical simulation using a snapshot of the lightning
network. They also show that on an imbalanced network, the success rate of a single-unit
payment jumps from 11.2 percent to 98.3 percent on a balanced network. Similarly, for the
first routing attempts on the lowest available way, the median potential payment amount
grows from 0 to 0.5 mBTC across all pairs of participants.

5.4. Compression-Based Approaches

Various researchers have employed compression-based approaches. In one of the
studies, authors created summary blocks and compression for summary blocks in order
to save space on the blockchain and make it easier for nodes to validate transactions.
For transactions in which the entities may be moved, the recommended technique is
employed [72]. The block summarization algorithm and the deflate compression algorithm
are combined in this manner. The proposed approach was tested on the Bitcoin blockchain.
The amount of space saved is computed by comparing the total size of the original block
with the total size of the summarized block and the total size of the compressed summary
block. According to the findings of the experiment, space-saving for summary blocks is
22.318 percent, and space-saving for compressed summary blocks is 78.104 percent.

By enabling data storage to be accessible, decentralized, and unchangeable, blockchains
have revolutionized storage space. Public blockchain technologies, such as the one used by
Bitcoin, face scaling problems since their blockchains are so big and are getting bigger. Block
summarizing, a technique for lowering blockchain memory consumption in setups with
transferable transactions is presented in this article. With the described method, data can
be stored in a way that is accessible to light nodes with few resources. Blockchain is made
to be capable of autonomously verifying transactions, which eliminates the requirement
for full nodes. With this strategy, the author may create a middle ground between SPV
nodes, which can only confirm a transaction’s inclusion in the ledger [73], and authorized
full nodes, which can only allow pruning if they have a full node architecture, and full
nodes without pruning allowed. The author was able to achieve a compression ratio of 0.54
by implementing the proposed technique for a custom blockchain using Bitcoin blocks.

5.5. Sharding-Based Approaches

Recent sharding ideas scale efficiency by negotiating on confidence; if a given shard’s
nodes are compromised, the commensurate amount of data will be permanently lost [74].
It is possible that a transaction cannot be processed independently by a node and instead
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needs to include several shards. These cross-sharded transactions frequently occur with
classic state partition methods, which are frequently based on the straightforward data-to-
shard mapping. They have a significant detrimental influence on system effectiveness. On
the other hand, displaying these specific mappings can require exhaustive storage [75]. Nu-
merous research and experimental projects have shown how P2P sharing has the potential
to help both consumers and the grid [76-79].

The popular component of decentralized security in blockchains greatly hinders the
widespread implementation of conventional blockchain systems due to its poor scalabil-
ity [80]. Traditional blockchain techniques based on sharding still need a linear degree of
communication (in terms of participants) for each operation; hence, they only partially
realize the theoretical advantages of sharding. Researchers demonstrate how this signifi-
cantly reduces the latency of various protocols. In addition to having a low scaling capacity,
these methods only achieve weak security guarantees because they either have a high
failure probability or a low fault resiliency (e.g., 1/8 and 1/4) or because they are based on
strong assumptions (e.g., trusted setup), which limits their potential application to common
payment services [81].

The fact that over 95% of payments take place across shards is a significant obstacle for
blockchain sharding technologies. These cross-shard transactional operations not only slow
down the system but also quadruple confirmation times and use up the network capacity,
which is already at a premium. Are cross-sharded transactions for sharding techniques
imminent? [82].

If they manage to overcome their operational hurdles, cryptocurrencies that use
blockchain technologies hold the potential to establish a universal payment method.
Though bandwidth and latency are rapidly improving, the majority of systems still neces-
sitate that all contributing servers complete every transaction. The idea of sharding the
system, where each machine only processes a portion of the transactions, has been put
forth in a number of current studies [83].

Blockchains, generally, and particularly digital currencies such as Bitcoin, are im-
plemented utilizing decentralized applications, and as a result, they heavily rely on the
functionality and reliability of the network that connects them. However, these networks’
usage and requirements can be very different from those of conventional communications
infrastructure, which has an impact on all the security policy stack’s tiers [84].

The majority of Byzantine failure-tolerant methods are used by authorized blockchain
systems to reach a consensus on the sequencing of transactions. While Byzantine failure
tolerant procedures generally provide consistency (safety) in an asynchronous channel
using 3f + 1 nodes to counteract the concurrent suspicious failure of any f endpoints, the
quantity of accessible nodes (services) in many system applications, such as blockchain
systems, is much greater than 3f + 1 [85].

It is challenging to develop a safe, better throughput blockchain that can compete
with a centralized payment system in the modern blockchain system. One of the most
valuable developing techniques for increasing system performance while retaining a high
level of confidentiality is sharding. Prior sharding-related systems, however, had two key
drawbacks: first, their random-based sharding system’s integrity and throughput were
insufficient since they failed to take advantage of the heterogeneity among validators.
Second, creating an incentive system that encourages collaboration can put a significant
burden on their infrastructure [86].

The entire transactional record must be successfully collected by all nodes in order
for double-spending to be avoided in Bitcoin and many of its descendants. Consequently;,
various blockchains have been suggested that allow nodes to only acquire a portion of
the entire transaction set in order to accomplish scale-out performance. However, the
decentralization or fault tolerance of various approaches, such as sharding and off-chain
approaches, suffers [87].

Modern blockchain sharding technologies, according to Monoxide, can result in un-
even allocations of transactions (TX) across all blockchain shards as a result of their account



Energies 2023, 16, 1510

19 of 24

deployment procedures. Hot shards are then produced by unbalanced TX distributions,
where the cross-shard TXs may encounter an infinitely long affirmation delay. Therefore,
solving the hot-shard problem and lowering cross-shard TXs become two of the main
problems with blockchain state sharding. A cross-shard TX mechanism that can main-
tain workload distribution across all shards and concurrently decrease the amount of
cross-shard TXs is still missing from the research, according to our examination of related
works [88].

Data protection has been a problem with the Industrial Internet of Things (I1loT)
due to multiple connectivity and accessibility, despite the fact that the IIoT can allow
effective control of the physical environment through vast amounts of industrial data. With
its dependable and recognized security characteristics, blockchain technology can assist
security and privacy integrity in Industrial IoT applications. Blockchain networks’ total
performance and scalability can be increased with the aid of sharding techniques. The
uneven distribution of malevolent nodes makes it difficult for sharding to be successful.
The most promising method for overcoming and enhancing the scalability issues with
blockchain infrastructure is thought to be sharding. Therefore, the transaction throughput
rises while the security of blockchain systems is also put at risk.

Presently, the way to deal with blockchain scalability is simply restricted to cryptocur-
rency under broad responsibilities. The non-cryptocurrency application stays an open
inquiry [89]. This work adopts a principled strategy to apply sharding to blockchain frame-
works in order to improve transaction throughput at scale. Current blockchain techniques
are facing scalability issues. Numerous techniques, such as Off-chain and Directed Acyclic
Graph (DAG) arrangements, have been proposed to resolve the issue [90]. However, they
have inborn drawbacks, e.g., framing parasite chains. Performance, such as throughput
and inactivity, is additionally essential to a blockchain framework.

In the past few years, blockchain technology (including Bitcoin and Ethereum) has
received a lot of attention and has been used. The scalability of the blockchain, nevertheless,
is becoming a challenging problem [91]. Since each shard only holds a disjoint record,
rearranging the infrastructure would result in significant migration of data. Current
sharding-based mechanisms rely on rearranging schemes to preserve integrity [92]. Existing
blockchain implementations are not suited because of their low transaction per second
(TPS) levels and scalability issues [93]. The shortcomings associated with the consensus
mechanism force the blockchain to be inefficient or to be less fault tolerant [94].

5.6. Miscellaneous Approaches

In one of the studies, the authors suggested a new, more generic approach for nodes
to apply fees for forwarding payments, which helps the network to remain balanced and
improve its performance over time [95]. Second, the authors presented a novel multipath
routing payment system based on the atomic multipath payment technique that might
drastically lower user costs while remaining fast and able to maintain network balance.
Similarly, one of the articles [96] discusses blockchain scaling methods from the perspective
of increasing efficiency and expanding the functionality of the blockchain system.

5.7. Discussion on Approaches for Scalability in Blockchain

This research presents the techniques used and the results achieved by the research
proposal. It can be seen that there have been various approaches proposed for scalability in
the blockchain. This includes solutions based on new protocols or extending the inbuilt
blockchain protocols. Then there are solutions that propose lightning-network-based
techniques. There are a few layered-based approaches. Finally, sharding-based solutions
are proposed. The advantage of sharding-based solutions is the horizontal scalability that
can be achieved easily with more nodes becoming part of the network. As the number
of nodes is increased, the sharding factor can be increased. The metric that is generally
improved in scalability is the throughput of the transaction. However, it has been observed
that the existing solutions have their own limitations. There needs to be more work required
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in the approaches for scalability to make the realization of the high-scale blockchain
possible. With the scalability solutions properly implemented, blockchain has the potential
to transform industries.

6. Conclusions and Future Work

This paper investigates the power consumption issues and scalability problems in
the blockchain. A systematic literature review is presented. The approaches for scalabil-
ity proposed in the literature have been classified as protocol-based approaches, layered
approaches, sharding-based approaches, approaches based on compression, and miscella-
neous approaches. The paper also proposed immersion cooling as a solution to improve
power consumption. Immersion cooling is a much more efficient cooling methodology.
By using the non-conductive fluid, one can have best-in-class power density coupled
with best-in-class energy efficiency. Ultimately the compactness of hardware leads to a
simplified design.

The cooling technology is particularly important to Bitcoin mining because of how
much energy it requires to perform it computationally. The amount of energy that Bitcoin
mining uses at present, every day, is about the same amount as some medium-size countries
use in a day. It is certain that this energy will only increase. The proposed solution will
make a potentially big impact on the carbon footprint of data centers throughout the
world. This solution is profitable not only for this time but also for the next decades. This
solution will lead to a better future for electronic equipment cooling purposes for as many
as possible. Future work can be conducted to employ the proposed solution of immersion
cooling in a test environment and analyzes its efficacy. This systematic literature review
can be extended to review more challenges of blockchain, such as scalability.
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