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Abstract: Enterprise risk management (ERM) is an important element of an efficient and comprehen-
sive corporate governance system. It represents a combination of activities that minimise the negative
impacts of the risk exposures on the company’s value and long-term corporate sustainability. Recently,
there has been a growing awareness on the role and importance of the risk management function.
Such trends are partly driven by the consequences of the last economic and financial crisis on the one
hand, and on the other by legal and regulatory requirements. The economic downturn caused by
the COVID-19 pandemic, volatility in the energy markets and increased uncertainty expected in the
upcoming period reiterate the importance of timely risk management practices, because organisations
with developed risk management systems are more resilient in case of crisis. This paper analyses the
organisation and level of development of ERM systems in the ten largest European electric power
companies. The companies’ data on risk management practices are collected from annual reports
and analysed by applying Content Analysis (CA), searching for 29 characteristics of a developed
ERM system. Research results reveal that ERM in the largest EU electric power companies can be
considered as advanced as it applies the five dimensions of the COSO 2017 framework. The analysis
confirms the existence of 27 out of 29 characteristics of a developed ERM system, confirming that
these characteristics are rooted not only in the relevant ERM theory, but also in the practice of large
and successful electric power companies.

Keywords: enterprise risk management; electric power industry; COSO (2017) framework;
ERM characteristics

1. Introduction

Enterprise Risk Management (ERM) is a key element of a mature corporate governance
system. It enables identification, evaluation and management of key business risks by
applying its strategies and tactics [1]. One of its key features is comprehensiveness in terms
of managing all risk types, i.e., strategic, operational and financial, as well as analysing their
interconnection. ERM is a new paradigm of risk management highlighted in the period
following the global financial crisis, the consequences of which led to the realisation that the
traditional approach to risk management, based on corporate silos (TRM), is not suitable to
combating business uncertainties, as it does not include a portfolio of all risks and their
interdependencies [2]. Therefore, the global financial crisis and the risks arising from the
COVID-19 pandemic, joined with a high volatility and a sharp rise in the energy and other
raw material prices, provide a strong incentive for a growing number of companies to build
robust ERM systems. ERM supports the achievement of strategic goals and ensures the
preservation and creation of new value for owners of invested capital [3–5]. However, ERM
not only has a positive impact on the company’s value, but a significantly broader impact
on the long-term corporate sustainability. According to [6], practising a holistic approach
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to risk management reduces the likelihood of bankruptcy and financial difficulties, thus
providing benefits to company stakeholders, such as creditors or employees.

Considering the current negative economic outlook and trends, the volatility in the
energy markets and the increased uncertainty expected in the upcoming period, robust
ERM systems that are firmly linked to the company’s strategy will be crucial to building the
company’s resilience and increasing its success. An effective ERM system implies not only
protection against the negative consequences of risk, but also a strategic approach to taking
the desired amount of risk that enables the achievement of business goals and creation
of new value. The main challenge is to build an ERM system that provides protection
against negative aspects of risk, but also that is proactive and focused on taking advantage
of the opportunities arising from exposure to business challenges and risks that companies
face. When implementing ERM systems, organisations may use standardised frameworks
to build and implement ERM, the most used being COSO 2004 [7]. The framework was
amended in 2017, and its revised version, COSO 2017 [8], views the ERM system as a
strategic tool that helps companies achieve their strategic goals. Standardised frameworks
provide only guidelines and not specific instructions on how to implement ERM in compa-
nies [9], so in practice ERM is implemented in different ways. Therefore, it is emphasised
that the future ERM research should be directed towards effective implementation in or-
ganisations, and in this context, it is important to understand the characteristics of ERM
systems that contribute to the overall corporate governance and corporate culture [10].

Following this direction for the prospective ERM research, the motive for this paper
stems from the need to conduct exploratory research of ERM practices in the large compa-
nies operating in the energy sector, which is highly regulated and exposed to numerous
business risks. Therefore, it is expected from these companies to have highly developed
and efficient ERM systems, but we are interested in conducting exploratory research in
the light of proposals for prospective ERM research. The main aims of this paper are
to: (1) present a conceptual measure constructed by Dvorski Lacković et. al. [1] which
reflects characteristics of a developed ERM system following the COSO (2017) framework,
(2) explore how these characteristics are implemented in the practice of the EU electric
power industry by analysing the ERM systems of the ten largest European electric power
companies. These aims are met by using content analysis (CA), due to its flexibility and use
of many analytical techniques to generate research results [11]. According to [12], CA is an
objective and systematic document analysis and, as such, used in this paper for content
analysis of annual reports of the ten largest companies in the electric power industry. The
main contribution of this paper stems from a comprehensive analysis of ERM practices of
the largest companies in the EU electric power sector. Another important contribution is
related to the confirmation of the existence of 27 out of 29 characteristics of a developed
ERM system covered by the conceptual measure. This finding serves as evidence that these
characteristics are rooted not only in the relevant ERM theory, but also in the practice of
large and successful electric power companies, thus confirming in practice the theoretical
model developed by [1].

2. Literature Review

The results of the existing research related to ERM impact on a company’s performance
are not consistent, mainly due to unclear evidence and expert opinion on the key features
of a developed ERM system and the way they are implemented in organisations [9,13].
According to [14], an additional problem in defining key features of ERM systems stems
from the fact that ERM implementation in non-financial companies is not legally prescribed,
but dependent on the supervisory board incentives and top management motivation and
support. Therefore, management is often faced with numerous doubts related to ERM
system design and its implementation in the company [15]. On the other hand, it is
exactly this flexibility in the creation and implementation of ERM systems that allows every
company to adapt it to its own needs and use it as a strategic tool for better corporate
governance, and not just as a checkbox to meet regulatory requirements.
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Recognizing the literature gap, Miloš Sprčić [16] and Dvorski Lacković et al. [1] ex-
plored the existing ERM literature searching for characteristics of a developed ERM system.
They identified variables that have been proven to be significant for ERM system develop-
ment and sought to cover as much of the complexity of ERM as possible to ensure a better
understanding of ERM dimensions and of how it is implemented in the company’s practice.
An exploratory study by Miloš Sprčić [16] identifies 40 relevant ERM characteristics in
the literature. These characteristics are further built around the COSO (2004) framework.
Although conceptual in nature, this research provided a solid basis for further empirical
research into ERM development due to a comprehensive analysis of existing ERM stud-
ies. Given the COSO (2017) revision that strongly emphasises the link between ERM and
strategic management, Dvorski Lacković et al. [1] used the research by Miloš Sprčić [16] as
a starting point in the process of identifying the research variables, but then revising them
and updating the list of ERM characteristics with the findings of recent research. Dvorski
Lacković et al. [1] formed a list of 29 variables (Table 1) that represent the characteristics of
a developed ERM system. In Table 1, we connect each of these ERM characteristics to the
COSO (2017) framework. Namely, COSO (2017) consists of five components: (1) governance
and culture; (2) strategy and objective-setting; (3) performance; (4) review and revision
and (5) information, communication and reporting. Each of the ERM characteristics is
related to a specific COSO (2017) component, thus serving as a conceptual measure for
the exploration of how and to what extent different ERM characteristics and COSO (2017)
components are implemented in practice by European electric power companies.

Table 1. ERM characteristics build around COSO (2017) components.

ERM Characteristic Literature Source for
ERM Characteristic

COSO (2017)
Component

C1 Existence of a written document, i.e., a formal risk management policy Herrinton [17]; (1) Governance
and cultureLundqvist [9]

C2
The „tone at the top“ and active support to risk management by the
company’s top management

Mikes and Kaplan [18]; (1) Governance
and cultureMiloš Sprčić et al. [13]

C3 Existence of a business continuity plan, i.e., crisis management plan Power [19] (1) Governance
and culture

C4
Trust of employees that the real level of risk a company is exposed to is
reflected in boards’ decisions concerning future business activities

Grace et al. [20]; (1) Governance
and cultureIttner and Michels [21]

C5 Establishment of the risk committee on the company level

Herrinton [17];
(1) Governance
and culture

Aebi et al. [22];
Lundqvist [9];
Beasley et al. [23]

C6 Clear identification of company’s goals and connection to adequate
measures of business success

Henschel [24]; (2) Strategy and
objective-settingMonda and Giorgino [25];

Thekdi and Aven [26]

C7 Thorough understanding of the macroeconomic environment and the
industry in which the company operates Nair et al. [27] (2) Strategy and

objective-setting

C8 Business objectives and risks associated to these objectives are clearly
communicated on all levels of the company Monda and Giorgino [25] (2) Strategy and

objective-setting

C9
The results of the risk management process and the person in charge for
risk management are included in strategic decision making

Nocco and Stulz [28]; (2) Strategy and
objective-settingFrigo and Anderson [29];

ERM Initiative Faculty [30]

C10 Existence of the standardised process and methodology for risk
identification (explicit guidelines for risk identification) CGMA [31] (3) Performance

C11 Identification of significant risk factors that may have negative impacts on
the ability of the company to achieve its strategic plans and business goals Lundqvist [9] (3) Performance

C12
Two-dimensional risk assessment (assessment of the risk probability
occurrence and its significance for company’s business goals)

Woods [32]; (3) PerformanceJordan et al. [33]

C13
Risk identification and risk evaluation are performed regularly, at
minimum annually

OECD [34]; (3) PerformancePaape and Spekle [15]
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Table 1. Cont.

ERM Characteristic Literature Source for
ERM Characteristic

COSO (2017)
Component

C14
Estimation of interdependencies between different types of risks a
company is exposed to

Nocco and Stulz [28];
(3) PerformanceLundqvist [9];

Mikes and Kaplan [18]

C15 Usage of quantitative techniques for risk assessment Paape and Spekle [15]; (3) PerformanceLundqvist [9]

C16 Quantification of the impact of risks on strategy and key risk indicators Lundqvist [9] (3) Performance

C17 Determination of measures for treating identified and assessed risks with
the aim to increase risk management efficiency. Woods [32] (3) Performance

C18
Determination of risk owners responsible for conducting defined
measures for treating risks

Lundqvist [9];
(3) PerformanceMikes and Kaplan [18];

Ittner and Oyon [35]

C19
Existence of risk register containing all risks, its owners and measures for
risk management

Nocco and Stulz [28]; (3) PerformanceFraser and Simkins [36]

C20 Continuous meetings of the risk committee, at least 2–3 times a year
Aebi et al. [22];

(4) Review and
revision

Lundqvist [9];
OECD [34]

C21 Continuous assessment and revision of risk management strategy and
exposure to internal and external risk factors Beasley et al. [37] (4) Review and

revision

C22 Active and continuous review of the risk management process Beasley et al. [23] (4) Review and
revision

C23
Continuity in risk monitoring is assured through the internal audit or risk
committee and is not dependent of personnel changes in internal audit
or risk committee

Zhao et al. [38] (4) Review and
revision

C24 Continuous discussions regarding risk (for example, risk workshops) Mikes and Kaplan [18]
(5) Information,
communication
and reporting

C25 Existence of formal risk report that is presented to the management board
at minimum once a year

Aebi et al. [22]; (5) Information,
communication
and reportingLundqvist [9];

C26
Exchange of information on risk exposure and risk management between
higher and middle management level

Frigo and Anderson [29]; (5) Information,
communication
and reporting

Grace et al. [20];
CGMA [31]

C27
Continuous board reporting about problems in risk management or
problems related to measures determined for treating identified and
assessed risks.

Paape and Spekle [15]; (5) Information,
communication
and reportingLundqvist [9]

C28
Face-to-face discussions with the lower levels of management concerning
relevant risk management issues

Arena et al. [39]; (5) Information,
communication
and reportingMiloš Sprčić et al. [13]

C29
Communication with external parties related to risk management through
formal reporting

Herrinton [17]; (5) Information,
communication
and reporting

Lundqvist [9];
OECD [34];
Viscelli et al. [40]

Source: Based on Dvorski Lacković et al. [1].

A total of 29 characteristics of a developed ERM system were tested in [1] using
exploratory factor analysis (EFA) with the aim of a deeper understanding of ERM imple-
mentation, which resulted in a three-factor ERM model based on strategic, operational
and oversight factors. This study found that although COSO (2017) [8] consists of five
components compared to the initial COSO (2004) [7] which had eight, the analysed com-
panies use a simplified approach based on only three components. The practice of using
ERM systems speaks in favour of simplifying the risk management process itself, which
is easier to implement in corporate practice. Research results imply that, although ERM
is comprehensive and should be implemented throughout the organisation, the imple-
mentation of ERM does not have to be overly complex. It is more important that it is
understandable and logical to employees who practice ERM activities, because in this
way the ERM system will truly be alive and meaningfully used throughout the company.
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Therefore, this paper seeks to determine whether the analysed companies in the electric
power industry use more complex ERM systems that correspond to the theoretical settings
of the COSO (2017) framework or are closer to simplified ERM systems as discovered in
the analysis conducted by [1].

An important impetus for research of risk management practices and the application
of ERM systems in electric power companies was found in the lack of such research in the
existing literature. The only comparable research is the one conducted by Jonek-Kowalska
(2019) [41], which evaluates the effectiveness of implementing a comprehensive enterprise
risk management (ERM) system in the energy and fuel industry in Poland. The results of
the study showed that all surveyed companies implemented the ERM system primarily due
to the industry’s high exposure to numerous external risks, and above all market risk, but
the implementation of the ERM system itself did not result in stabilisation of the company’s
financial results and value.

3. Materials and Methods

In this paper, ERM practices are analysed based on the study of the ten largest Euro-
pean electric power companies, measured by the market capitalization in 2019, according
to S&P Global Market Intelligence [42]. Analysed companies and their business activities,
which are retrieved from Reuters [43], are shown in the Table 2.

Table 2. Ten largest EU electric power companies.

Company Country Activities Market Capitalization as of
29 March 2019 (in Billions of Euros)

Enel SpA Italy Production, distribution and supply of energy 57.99

Iberdrola SA Spain Production, transmission, distribution,
wholesale and retail of electricity 49.89

Electricité de
France SA France Generation, transmission, distribution, energy

trading, energy sales and energy services 36.65

Ørsted A/S Denmark Procuring, producing, distributing and trading
energy and related products 28.38

ENDESA, S.A. Spain Generation, distribution and sale of electricity 24.08

Fortum Oyj Finland Power generation, trading and optimisation 16.19

VERBUND AG Austria Generation, trading and transmission
of electricity 14.86

SSE PLC U.K. Generation, trading and transmission
of electricity 14.31

EDP—Energias de
Portugal SA Portugal Electricity generation, distribution and supply 12.74

Terna—Rete
Elettrica Nazionale
Societa per Azioni

Italy Transmission of electricity 11.35

Source: According to S&P Global Market Intelligence [42] and Reuters [43].

To evaluate ERM implementation in the aforementioned companies, content analysis
(CA) was conducted based on their annual reports for 2020. CA is a research method
that allows valid conclusions to be drawn from texts using analytical constructs, i.e., rules
of inference, to answer research questions or to test research hypotheses [44]. Analytical
constructs emerge from the known theories, experts’ experience or knowledge as well as
from existing research. The CA results are usually placed within the relevant theoretical
paradigm [11], in this case ERM theory. The analysed data should meet two important cri-
teria to be valid for CA: (1) they must provide evidence for hypothesis testing or answering
research questions, and (2) they must transmit a message from sender to recipient [45].
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While conducting CA, we followed procedures suggested by [11]. We first establish
the research hypothesis. H1: The largest European electric power companies implement state-of-
the-art ERM systems following the five components of COSO (2017) framework proxied by ERM
measure constructed by Dvorski Lacković et al. [1]. Next, we identified the appropriate data
source required to test the hypotheses that served as a communicative material for CA. Data
was retrieved from the annual reports of the selected companies, which were collected from
their official web pages or from the web pages of the stock-exchange where companies are
listed. The next step was to determine the appropriate sample for generalisation of findings
on the population, which is a major objective of social science research. We collect data
on risk management activities in the 10 largest European electric power companies which
should serve as a benchmark for other companies in the EU electric power industry and
globally in terms of corporate governance and risk governance practices. In the context of
units of analysis, we analysed annual reports of the selected companies in detail, searching
for sections of reports where risk governance practices were presented. We later discussed
the CA results with independent researchers to minimise bias [46]. Establishing a coding
scheme that allows for hypothesis testing is an important step and is determined before
coding begins. Coding categories are usually inductively selected in social science, but
when quantitative CA is employed, then a deductive approach is recommended, which
implies defining categories from the literature review [47].

The 29 ERM characteristics built around COSO (2017) components serve as a coding
scheme in this research. The goal was to critically evaluate different risk management
dimensions to reach indicative conclusions about the level of ERM development in the
leading companies operating in the electric power industry. CA does not necessarily require
development of a new coding scheme, but it is possible to use schemes of other researchers.
The last step in the process is coding data. Regardless of the use of the already existing
scheme in the form of ERM characteristics presented in Table 1, text encoding is not an
easy task, so careful iterative reading of the text is necessary [11]. After coding, coded data
are analysed so that it is understandable and applied to hypothesis testing. Focus was
put primarily on COSO (2017) ERM framework [8] that emphasises five risk management
components: (1) governance and culture; (2) strategy and objective-setting; (3) performance;
(4) review and revision and (5) information, communication and reporting. To reach a
higher degree of clarity, similarities and differences in risk management practices in the
analysed companies are presented separately for each component.

4. Results
4.1. Governance and Culture

According to COSO (2017), ERM is not a function or a department, but a combination
of culture, skills and practices that organisations integrate with their strategy, with the aim
of managing risks in the process of creating and preserving value [48]. This emphasises the
strategic importance of ERM for companies. One of the most important elements in reaching
ERM maturity and efficiency is top management’s active support, because their attitude
and approach towards the ERM process is further reflected in the overall organisation’s
culture and governance [18]. For ERM to be embraced on the level of the company, the top
managements’ ERM philosophy should be spread down to lower managerial levels and to
all employees equally.

As it can be recognized from annual reports, the top managers´ active support and
dedication to ERM is valid for all of the analysed companies and seems that it is a common
practice in the electric power industry since a long time [49]. The same can be concluded by
screening through previous years’ reports. Namely, risk management has an important role
in all aspects of doing business: from a strategic, organisational to operational levels, where
all the employees are continuously involved in the risk management process. SSE PLC [50]
(p. 6) reports this as the most important principle of risk management: “Within SSE, we
apply the fundamental principle that everyone who works for us is responsible for the management of
risk”. Furthermore, this is also shown in Iberdrola’s report which emphasises that the ERM
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process provides a comprehensive view of efficient and coordinated action of different
parts of the organisation, thus increasing the effectiveness of the process of internal control
and management of significant risks [51] (p. 80). This confirms that they recognize the
importance of interdisciplinary efforts and encourage the cooperation between corporate
units and the integration of information and knowledge, which leads to a more extensive
business perspective [48].

Some of these companies have gone a step further and have not only established
a supporting philosophy and ERM culture, but have also encouraged escalation of risk
issues from middle to top management and mitigation proposals by adding a bottom-
up approach. This is best described in ENDESA´s report [52] (p. 60) emphasising the
importance of participation of a company’s employees at all levels to improve the complex
process of comprehensive business risk identification and internal risk control. ENDESA
has introduced the practice of a mailbox through which employees can report risks they
have identified and propose measures to mitigate them, which complements the formal
top-down risk management and control system.

High level of the top management support and integration of ERM systems in corpo-
rate governance is also visible in the companies´ organisational structure. Among all the
analysed companies, there are only two companies that have appointed Chief Risk Officer
(CRO): Energias de Portugal and Fortum Oyj (from what it seems from reports). Based on
their organisational structure, The Risk Management Department/Corporate Risk Manage-
ment (headed by the CRO) is under the strategy as a corporate function [53] (p. 53), [54]
(p. 27), showing up as one of the most important elements of effective and mature ERM
systems. Although we expected most of these companies to have an appointed CRO, other
analysed companies do not report one, although each one has a formal body that represents
risk management function: an audit and/or risk committee that, as pointed in [23] (p. 232),
serves as a substitute for a CRO. These committees oversee the risk management process
and are positioned near or right under the board, where risk management outputs, such as
reviews and suggestions on principal risks, measurements and corrective means, are used
by the board in strategic planning and decision making. More importantly, in all analysed
companies, the board of directors appointed these committees to show its support for the
risk management process. They report directly to the board [53] (p. 182) and assist them in
selected business areas [55] (p. 58).

The analysed companies create a formal written risk management policy which es-
tablishes the basic principles as well as the risk management framework that can have an
impact on the execution of the strategy and overall business. The aim of this policy is to
ensure that risks are systematically identified and evaluated as well as effectively managed
within established levels of risk control [52] (p. 133). This means that there is a predefined
risk appetite or a certain amount of risk which the company is ready to accept to achieve its
strategic goals [48]; [50] (p. 6). Enel [56] (p. 79) reports they are adopting the Risk Appetite
Framework to ensure effective management—for each risk and for the risk portfolio—as
well as risk metrics and modelling. At SSE PLC, there is a guide to risk management
practices called The Risk Blueprint, which is available to all employees within the group.
This document is updated annually in accordance with the group’s risk management and
internal control policy [50] (p. 6).

Established frameworks and written procedures set by top managers are not just
a fleeting fad to send the illusion or a positive image towards stakeholders about the
ERM process without its implementation in the operating processes, as questioned in [1].
This is implied by the development of several different risk management policies that
provide methodologies and guidelines for the identification and evaluation of the key
risks. These include documents such as “the Enterprise Risk Management Policy, the Risk
Appetite Framework Policy, the Limits Structure of the Energy Management Business Unit, the
Financial Management Policy, the Counterparty Policy, the Insurable Risk Management Policy,
the Occupational Health and Safety Policy, the Information Security Policy, and the Principles,
Structure, and Procedures for Crisis Management and Business Continuity˝ [53] (p. 58). The
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purpose of these documents is to enable business continuity in different economic and
environmental conditions as emphasised in [19].

A very important aspect of ERM implementation is the establishment of the so-called
Three lines of defence. It provides an effective and coordinated interaction of different
organisational parts to increase the efficiency of significant risks´ management and internal
control processes [51] (p. 80). This is achieved through the separation of management and
control functions, as well as their complementarity and independence [56] (p. 77). For every
line of defence there are strictly specified and delegated risk responsibility bodies with
formally established assignments. According to CA results of the selected annual reports,
Enel Group, ENDESA, Fortum Oyj, Iberdrola, Terna, Electricité de France and Energias de
Portugal implemented the Three lines of defence/control risk management framework. The
first line of defence can be considered as an operational level of risk management, whose
responsibility is to run day-to-day proactive management of business risks. ENDESA [52]
(p. 51) assigned the responsibility of the first line of defence to the business line managers,
the staff and the service functions. As stated in the Energias de Portugal report [53]
(p. 181), they are responsible for risks pertaining to their business activities, which they
should manage in accordance with their delegated function, knowledge and expertise.
Fortum Oyj [57] (p. 12) additionally emphasises their responsibility for setting up and
implementing operational processes and related controls, including monitoring. Finally,
according to Terna [58] (p. 89), the aim of the first line of defence is to provide corrective
actions that should ensure that the work is performed properly.

The second line of defence is carried out by different organisational areas and com-
mittees [52] (p. 51), whose responsibility is to ensure business support to the first line of
defence by proposing guidelines and procedures for the risk management process. These
include risk identification, valuation, mitigation and monitoring, as well as screening of
any potential risks. Not only do they monitor environmental changes, but also changes
in corporate governance and risk management practices to ensure the best solutions that
should be implemented in the organisation [58] (p. 89). Finally, the second line of defence
monitors implementation of these procedures by the first line of defence, and further re-
ports it to the governing bodies [59] (p. 98), in coordination with the audit and compliance
committee [52] (p. 51).

The third line of defence is a responsibility of the internal audit or group risk committee
that should proactively ensure the proper functioning of the first two lines of defence.
Namely, due to their high degree of independence in organisational, hierarchical and
functional aspects, they provide an independent assessment of internal control compliance,
assuring all practices are “fit for purpose˝ [57] (p. 12); [58] (p. 89).

These three lines of defence are complemented by an external assurance or audit and
regulation/supervision, taken as the external fourth line of defence [51] (p. 80); [53] (p. 52); [54]
(p. 13). Although not named that way, SSE PLC seems to follow a similar risk management
framework. They declare the existence of the Group Risk Management and Internal Control Policy,
responsible for the evaluation of the System of Internal Control (similar to the third line of
defence). SSE’s group executive committee and relevant sub-committees are responsible for
the supervision of the group´s main risks and revision of risk management procedures [50]
(p. 6), while SSE´s managing directors of different business units are in charge of tailoring
operational risk management: they conduct assessments of associated risks, but also evaluate
and suggest improvements of risk controls and assurance arrangements. This procedure is
largely related to the first line of defence.

Energias de Portugal [53] (p. 52) emphasises some of the main benefits of the presented
three lines of the defence model, such as the possibility to avoid double efforts and certain
gaps in the risk management process, cooperation and collaboration between different
business areas, as well as facilitated communication on the most important sources of risk
and mitigation procedures. This model also provides adequate actions to minimise any
risks, which in turn maintains the stakeholders´ confidence and improves the company’s
competitiveness [53] (p. 52). It is very important to incorporate a dynamic and flexible
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risk management framework to ensure quick and proactive response to any changes in
the environment or internal problems, so as to ensure that strategic goals are achieved
to the fullest.

4.2. Strategy and Objective-Setting

Integration of ERM in the organisational culture and corporate governance, as de-
scribed above, enabled companies to use ERM as a strategic tool. This is confirmed by the
fact that the risk management output is included in strategic planning, strategic decision-
making and capital allocation process. We found the following evidence for this argument.
According to SSE PLC report [50] (p. 3), successful achievement of their strategic business
goals is related to identification, understanding, evaluation and management of principal
risks. Therefore, the management has established a risk management framework and
an internal control system to support the process of decision-making, value creation and
achievement of the company’s strategic goals. SSE’s management claims they will remain
“focused on risk management as an essential means of fulfilling its strategic goal of creating value
for shareholders and society˝ [50] (p. 23). A similar use of ERM output is reported in EN-
DESA´s report [52] (p. 134). It emphasises that the key business aims are maximisation
of profitability, preservation and capital increase for the owner, as well as insurance of
a given level of achievement. In order to achieve the set aims, it is crucial to recognize
and prevent the negative impact of uncertain future events that may jeopardise business,
sustainability, resilience or company’s reputation, thus protecting both owners’ and other
stakeholders’ interests. The importance and inseparability of risk and strategy could also
be confirmed by reporting these two corporate functions together in annual reports under
the same topic (example: Enel Strategy and Risk Management part of the report, [56] (p. 24)).
Additionally, Enel reports Risk Management as an important element of the value chain
or value creation process, in which Strategy and Risk Management perform together and
are inseparable. Furthermore, they recognize that the board of directors directs and co-
ordinates risk management activities, which enables informed strategic decision-making
involving important business risks, but also opportunities in the context of long-term
business sustainability [56] (p. 79).

In order to stay competitive in the rapidly changing and complex world, companies
must conduct continuous and thorough analyses of the macroeconomic environment,
the industry and the main competitive forces. As published in the SSE PLC report [50]
(p. 3), the analysis of the macroeconomic and industrial environment is the basis for
identifying the main risk groups, which establish the management board’s approach to
setting strategic goals and making informed strategic decisions. Moreover, the management
conducts SWOT analyses in terms of identifying the company’s strengths, weaknesses,
opportunities and threats, as reported in Ørsted [55] (p. 71). There, it is stated that they
analyse and manage climate-related risks and opportunities as an important part of their
green vision and strategy. In doing so, they seek to take advantage of climate-related
opportunities through research and development as well as through investment activities
in renewable energy sources, and actively work to mitigate the associated risks. Energias de
Portugal [53] (p. 56) reports that, in addition to in-depth monitoring of key business risks,
the company analyses key environmental trends according to which it identifies threats
and opportunities and proactively develops strategies for managing and mitigating the
negative consequences of risk.

In the annual reports of the analysed companies, there are noticeable parts dedicated
to the overview of macroeconomic and industry forces with reflection on the anticipated
impact of these factors on a company’s prospects and performance. Companies report
that they define their goals in accordance with environmental trends and global targets
regarding energy systems and the ecological transition. These objectives are clearly com-
municated through annual reports with strictly-defined timeframes for achieving these
goals. For example, the Italian electric power company Terna states that the goal of the
Industrial Plan for 2021–2025 “Driving energy” is to reaffirm and strengthen Terna’s central
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role in managing Italy’s energy system and enabling the environmental transition as a
major driver in the country’s efforts to achieve goals of the European Green Deal and
Italy’s Integrated National Plan for Energy and the Climate primarily by reducing CO2
emissions by 55 % by 2030, which is the first step towards achieving zero emissions by
2050 [58] (p. 65). Moreover, the company precisely defines business objectives and links
business success measures with potential risks, as stated in Terna’s report [58] (p. 90),
which communicates that the set framework of business objectives allows management to
identify risk events that may jeopardise the achievement of these objectives.

Most of the companies report three main drivers of future electricity markets: climate
and environment, politics and regulation, and technology development. They emphasise
the ongoing transition towards a decarbonized world, in which they need to take on an
active and progressive role to stay competitive. Fortum Oyj [60] (p. 6) confirms this by
reporting on the development of their business strategies using a scenario method that
anticipated the expected development of the regulatory environment and its impact on
existing and potential businesses and markets. They are aware that the complexity of
regulatory changes in different markets in which they operate is an important risk factor,
so they use an anticipatory approach in identifying and managing these changes. This
confirms there is an adequate understanding of the impact of environmental changes for a
company’s operations in the short and long term, once again confirming the utilisation of
ERM as a strategic tool.

4.3. Performance

A very important aspect of the ERM framework is its connection to performance. Ac-
cording to COSO (2017), Performance is related to the identification of risks, the assessment
of their severity, the prioritisation of risks, the implementation of risk responses and the
development of a portfolio view. Based on the environment screening, the management
identifies and assesses the key or principal risks, which are most influential in achieving
strategic plans and objectives. This covers all risk groups: strategic, financial and oper-
ational, which are then scaled according to their impact and probability, i.e., visualised
via a risk map and other qualitative and quantitative tools. The operationalisation of the
established framework consists of standardised phases of the risk management process, as
reported in most annual reports. Namely, four stages of the risk management process are
recognized: identification, valuation/assessment, treatment/mitigation and monitoring.
These phases are repeatedly executed and periodically revised and updated (at least an-
nually for Fortum Oyj [57] (p. 12); during the third quarter of the year for SSE PLC [50],
(p. 2), etc.). For example, Terna [58] (p. 90) reports their risk management is spread and
embedded within the organisation, where the defined process involve systematic and iter-
ated risk identification, estimation, treatment and monitoring; Verbund [61] (p. 110) states
that they structured their risk management system based on the framework established on
uniformed principles of the group to provide extensive and holistic coverage of both key
and potential risks and opportunities so they can be treated in the standardised way by
all the members of the group; Enel [56] (p. 79) quotes that their internal control and risk
management system (the ICRMS) is made up of rules, procedures and organisational struc-
tures that enable the aforementioned phases of the risk management process to manage the
group’s principal risks properly.

The identification process includes the recognition of risks whose materialisation could
cause serious material financial consequences and lead to non-compliance [57] (p. 12). All
the analysed companies have a wide range of different risk categories, both existing and
emerging. Table 3 provides a brief overview of the different risk categories reported by each
company. It can be concluded that most of the companies identify similar risk types but
categorise them under similar or somewhat different names. However, it can be recognized
that the most common risk types identified by the electric power companies are strategic,
financial, operational, compliance/regulatory, environmental, IT/cyber and market risk.
ENDESA [52] (p. 60) best describes the purpose of the first phase of risk management, i.e.,
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risk identification. Namely, the aim is to provide a list of risks which could disrupt the
achievement of the set goals. For this reason, identification must consolidate risks that
originate both inside and outside of the organisation, i.e., risks under and without the
control of the company.

Table 3. A brief overview of reported risk groups managed in the analysed companies.

Firm Risk Categories

ENEL [56] (p. 77) Strategic, financial, digital technology, operational, compliance

ENDESA [62] (p. 51) Strategic, financial, digital technology, operational, compliance risk (including
corruption and tax risks), culture and corporate governance risk

Fortum Oyj [54] (p. 28) Strategic, sustainability, financial, operational

Iberdrola [51] (p. 23)
Risks arising from climate change, technological risks, cybersecurity risks, risks
associated with the activities of the finance, control and resources division,
reputational risks

Ørsted [55] (p. 72)
Currencies and commodity prices, inflation and interest rates, price pressures due to
the increased competition, US offshore development and construction, cybersecurity,
legal compliance, climate-related risks

SSE PLC [50] (pp. 28–36)

Commodity prices, financial liabilities, large capital projects quality, climate change,
cybersecurity and resilience, energy affordability, energy infrastructure failure, politics,
regulation and compliance, people and culture, safety and the environment, speed of
change, emerging risk: joint venture and partner management

Electricité de France [59] (pp. 105–126)
Financial and market risks; market regulation, political and legal risks; group
transformation and strategic risks; operational performance; specific risks related to
nuclear activities

Energias de Portugal [53] (pp. 184–191) Strategic, operational and financial risk

Verbund [61] (pp. 110–113)
Financial statements impact, price risk, volume risk, asset/infrastructure risk, legal
risk, financial risk, operational risk, project risk, strategic risk, other
(reputational) risks

Terna [58] (p. 90) External/market risks, operational risks, legal/contractual risks, compliance risks,
counterparty risks and natural/human-induced events

Source: authors’ compilation.

Each risk event is assessed based on the combination between the two dimensions:
probability of risk occurrence and the significance or impact that it may have on busi-
ness objectives achievement. Electricité de France [59] (p. 99) describes the stages of
the risk mapping process starting from risk identification and typology (internal vs. ex-
ternal; operational, strategic, etc.), continuing with the assessment of the impact and
probability of occurrence of each risk, setting the mitigation measures and action plans for
dealing with identified risks, and finally review of the adopted measures´ effectiveness.
Ørsted [55] (p. 70) reports they have a systematic approach to the risk management process,
as suggested by the Three lines of defence model they adopted. Namely, the first line of
defence, i.e., business units and selected staff functions are responsible for identification
and prioritisation of different risks. The risks are then assessed based on their potential
impact on the company’s objectives and time duration of impact and/or occurrence (short-,
medium-, long-term or recurring). Further on, they report the use of scenario analysis that
serves as a projection of impact on value and credit metric for risks that have over 10% of
probability. After the group members have assessed all the risks, they are consolidated
and evaluated at the group level.Similarly, ENDESA [52] (p. 60) reports the use of differ-
ent methodologies suitable for risk assessment according to their characteristics, such as
scenario analysis and sensitivity analysis.

Many other companies also report using the abovetechniques as an important practical
tool in risk management. Ørsted [55] (p. 73) reports they conduct these studies through
research, interviews and workshops across business units, but also through attending and
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participating in risk management related forums across the energy sector where they gather
relevant and up-to-date experiences. Fortum Oyj [54] (p. 15) recognizes the importance of
assessing different future market and regulation scenarios and including such projections
in strategy development. SSE PLC [50] (p. 6) also confirms the usage of scenarios to
estimate the interconnectedness and relations of different risks. Namely, based on real-life
events on both local and global markets, they conduct stress tests of scenarios that are
estimated to have a greatest adverse impact on SSE´s goals. Moreover, in addition to their
individual impact, they also estimate the cumulative impact of different scenarios that are
most relevant for the achievement of business objectives.

Once the principal or key risks have been identified, evaluated and classified as risk or
opportunity category, possible mitigation measures and strategies are designed for each of
them. The feature that differs ERM mostly from TRM (traditional risk management) is the
development of a portfolio view on risks. Namely, in TRM, risks are managed in isolation,
by practising the so-called silo-based approach. This means that every business unit managed
risks it was exposed to in isolation, without assessing how these risks are connected to
other risks on the level of the company [6], thus leading to missed opportunities in risk
exploitation and impact on the company’s performance. Analysed companies implement
a portfolio view by analysing interdependence between identified risks and their impact
on performance, as discussed throughout this section, by implementing various analyses
of how diverse risks may impact a company’s goals in financial and non-financial terms.
Examples of this approach are visible in their annual reports (example: Verbund [61]
(pp. 110–113); Energias de Portugal [53] (p. 56); SSE PLC [50] p. 3); Enel [56] (pp. 77–104)).
Moreover, companies report that they regularly revise the mitigation measures and adjust
them in accordance with the new risks that arise and the interdependencies of these risks
to the already existing risks and the company’s performance. For example, Energias de
Portugal [53] (p. 56) states that they map key local and global trends identified as potential
threats and opportunities for which they proactively develop adequate risk management
strategies. Ørsted [55] (p. 71) emphasises the importance of reassessing the risk level
and further initiating corrective measures to achieve the appropriate and desired level in
accordance with their risk appetite.

4.4. Review and Revision

All companies report the establishment of an audit and/or risk committee, an in-
ternal body whose main responsibility is to ensure the appropriate functioning of the
risk management system. According to ENDESA [52] (p. 40), it provides support for a
culture in which risk management is incorporated in decision making at all levels of the
company, including the participation of senior management in strategic risk control and
decision-making. Electricité de France [59] (p. 99) reports that the executive board meets
at least twice a year as the risk committee. At thematic meetings, special focus is put on
ranking and mapping the risks to which the group is exposed to, analysing internal control
and audit activities, as well as analysing annual results and achievements of goals. The
tasks of the risk committee are to identify priority risks for Electricité de France, to design
and implement a risk mitigation strategy and to appoint the executive board members who
are its sponsors.

Audit and/or risk committees are usually integrated into a company’s organisational
structure directly under the board of directors and report directly to them, assisting them
in making viable strategic decisions by providing important risk management outputs.
For example, Energias de Portugal [53] (p. 184) reports that the main objective of the EDF
group risk committee is to support the executive board of directors in decision making
by providing important information about risks. Namely, the risk committee has some
important tasks such as assisting the board in the identification of principal and potential
risks and establishing the group´s risk appetite through review and risk-relevant informa-
tion; participating in discussions of the results obtained through risk analysis and evalua-
tions of corporate units and departments; performing an advisory role in developing risk
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management strategies; and monitoring significant risks evolution and trends. Similarly,
ENDESA [52] (p. 63) lists some of the most important assignments of the risk committee,
such as active participation in development of risk management strategy; ensuring proper
functioning of risk management and control systems through identification, assessment
and management of risks that significantly affect the company; ensuring adequate risk
mitigation by the internal control and risk management system (ICFR); providing reports to
the board of directors on current and potential risk exposure; promotion of culture in which
employees at all levels incorporate risks in their decisions, etc. In short, Terna [58] (p. 89)
concludes that the role of the audit and/or risk committee is the independent assessment
of the internal control and the risk management system´s efficiency.

SSE PLC [50] (p. 28) reports in detail on the risk management process, confirming
regular implementation of an extremely important process of continuous review and
evaluation of the ongoing risk management strategy, as well as identification of various
internal and external risk factors to which the company is exposed. The group’s executive
board and its sub-committees oversee the SSE’s key risks. The SSE oversights committee
evaluates the risks of the greatest impact on business during the third quarter of each
financial year. Their estimation includes comments on changes in risk significance during
the year. Emerging risks are also considered in terms of their potential to become key risks,
as well as in terms of the time when this could happen. The members of the oversights
committee consolidate their opinions into reports and present them to the committees.
These reports also include interim viability test results, analysis of relevant management
information and crucial information regarding business unit principal risks and controls.
Therefore, they present the basis for a reasoned committee discussion and confirmation
of risk trends, as well as assessment of the overall successfulness of risk control and
monitoring process, including comments on required control improvements. This process
is iterative and inclusive, and as such provides objective and robust assessments of key
risks that are further presented to the group´s executive board for a complete audit.

Electricité de France [59] (p. 100) reports that their entities have several documents
and tools at their disposal that provide support to the risk management process. The first
is SIGR—risk management information system—which provides a methodology for risk
analysis and software for risk mapping, while the second is internal control information
system—a guide for internal control approach with detailed framework for self-assessment
and a platform for summarising and sharing self-assessment outputs. Based on these
reports, the EDF group´s risk department provides the management and governance
bodies with a consolidated and updated overview that includes a map of key risks and an
overall assessment of the internal control process. Finally, after these reports are verified by
the risk committee and examined by the audit committee, they are presented to the board
of directors.

These committees meet frequently, at least 2–3 times a year. According to reports,
in 2020 these committees met as follow: three times (Verbund [61] (p. 37)), four times
(Energias de Portugal [53] (p. 141)), eight times (Ørsted [55] (p. 64)), around ten times per
year (Fortum Oyj [57] (p. 8)) and even twelve times per year (ENEL Group [56] (p. 38)).

4.5. Information, Communication and Reporting

For the risk management process to work properly, a reporting loop is a must. It is
important to have a highly efficient risk reporting system that keeps management informed
regarding the actual and emerging risks, and to enable corrective and mitigation actions
to respond to risks [56] (p. 77). As stated before, one of the most important tasks of
the risk committee’s is to question the existing risk management process/framework
and to continuously improve it. At least once a year, the committee submits the formal
report to the board of directors for a full review. For example, Iberdrola [51] (p. 23)
states that they provide the board of directors with annual reports on risk management
and control systems, as well as quarterly and semi-annual reports on risk analysis. To
supply the board of directors with relevant and purposeful reports, the participation
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of all levels of management and all employees is necessary. First, the organisational
structure of the firm and risk management framework should be supportive for the timely
exchange of information. This is to the greatest extent achieved through the Three lines of
defence system and the establishment of a risk committee that ensures the exchange of risk-
related information between the middle and top management. Although risk management
strategies are developed and procedures for risk management standardised, as reported in
Review and revision, all of this is subject to revision, minimally on an annual basis.

Risk owners are meeting regularly to discuss existing and emerging risks and ways to
improve their risk management strategies and practices. For example, Energias de Portu-
gal [53] (p. 58) reports that these meetings are used to establish methods for periodically
reporting on the most influential risks, allowing them to monitor current and potential
risk trends and assess whether exposure to different risks is consistent with established
limits. Similarly, ENDESA [52] (p. 64) finds risk owners responsible for preparation of
Follow-up Reports for the Audit and Compliance Committee (˝CAC˝), in which they present
compliance of risks in their scope of responsibility with the defined limits, as well as
assessment of mitigation measures´ effectiveness. Moreover, Energias de Portugal [53]
(p. 102) reports on the development of risk officers´ meetings through workshops with
the EDP group’s network of risk officers as an important development in 2020, with it
ranked high as a priority for 2021. The aim of these workshops and meetings is to share
and exchange best practices in the risk management process. Something similar is reported
in Verbund´s report [61] (p. 133), in which they report the number of workshops held
through the year, where the focus was put on the crucial recent trends and developments
in the energy market, such as decentralisation, digitalization, decarbonisation, etc.

Enel group [56] (p. 50) also reports forming working groups and panels of experts
of various profiles essential for the appropriate analysis of important topics, as one of the
phases of the strategic dialogue process. They are also preparing specialised workshops
dedicated to discussing strategic options. This process allows for identification of business
opportunities and threats related to any operational, economic or financial impact they may
have, as well as a roadmap for implementing necessary initiatives. Results of the workshops
are then discussed by top management in special meetings. Ørsted [55] (p. 71–73) similarly
mentions workshops organised across business units dedicated to cyber and climate-
related risks assessment, as well as regular attendance at various energy sector forums
where they accumulate new and innovative ideas but also contribute with their experience
and expertise.

5. Discussion

By performing detailed CA of the annual reports of the 10 largest European electric
power companies, we collected enough data to test and confirm the research hypotheses
that the largest European electric power companies implement state-of-the-art Enterprise Risk
Management systems following the five components of COSO ERM 2017 framework proxied by
ERM measure constructed by Dvorski Lacković et al. [1].

Regarding the first ERM dimension Governance and culture, as can be seen from the
content of the annual reports, there is an active support to risk management systems from
the top management levels in all analysed companies, and it plays an important role in the
strategic and operational management of company resources. The analysed ERM practices
indicate comprehensive and coordinated actions of different parts of the organisation,
which increases the effectiveness of the process of internal control and management of
significant risks. Most of the analysed companies have implemented a risk management
framework called the Three lines of defence, that ensures effective and coordinated interaction
of different parts of the organisation increase the efficiency of the process of significant
risk management and internal controls. These three lines of defence are complemented by
external audit and supervision, which are considered the fourth line of defence. This result
confirms that top management recognizes the importance of interdisciplinary efforts and
that they encourage cooperation between corporate silos and the integration of information
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and knowledge, which is clear evidence of advanced risk management systems. Each of the
analysed companies has a formal body that represents the risk management function such
as an audit and/or risk committee. These committees oversee the risk management process
and are positioned near or immediately below the management board, thus ensuring the
timely communication with decision-makers about risk exposures and inclusion of risk
information in strategic planning and management. The analysis also found clear evidence
that all electric power companies create a formal written risk management policy to ensure
systematic and timely risk identification and assessment, as well as effective management
within the established levels of risk control.

The integration of ERM into organisational culture and corporate governance de-
scribed above has enabled the analysed companies to use ERM as a strategic tool, which is
also evidence of the advanced ERM systems in line with the second dimension of the COSO
(2017) framework called Strategy and objective-setting. Moreover, all companies conduct a
constant and thorough analysis of the macroeconomic environment, industry and main
competitive forces with reference to the expected impact of different external factors on the
prospects and performance of the company. In that context, most companies report three
main drivers of future electricity markets: climate and environment, policy and regulation,
and technology development.

In the context of the third ERM dimension Performance, a detailed analysis of the
business environment and business operations of the company allows management to
identify and assess the key risks with the greatest impact on the achievement of strategic
plans and goals. The analysis covers strategic, financial and operational risks, which are
evaluated according to their impact and probability, i.e., they are visualised through the risk
map and other qualitative and quantitative tools. The risk management model according
to the three lines of defence avoids possible omissions in risk management procedures and
activities and encourages cooperation and better communication within the organisation.
The analysis of the report found evidence of the use of various methodologies suitable for
risk quantification, such as scenario analysis and sensitivity analysis. Scenarios are also
used to assess the interrelationships and correlations between different risks. Once the
key risks have been identified, assessed and classified as a risk or opportunity, mitigation
measures and strategies are created for each of them, all of which are presented to the
public in annual reports.

The fourth ERM dimension Review and revision is reflected in the companies’ reports
through the establishment of the audit and/or risk committee, an internal body whose
main responsibility is to ensure the proper functioning of the risk management system. In
the reports of the analysed companies, evidence was found that the mentioned committees
meet often, at least 2–3 times a year. The tasks of the audit and/or risk committee are to
identify priority risks, to design and implement a risk mitigation strategy and to appoint
managers who are its sponsors. The ERM processes described in the reports confirm
regular implementation of an extremely important process of continuous monitoring and
evaluation of the existing risk management strategy, as well as identification of new internal
and external risk factors that have not been previously addressed. Ongoing assessment
also includes the analysis of the risks’ significant changes during a business year. Emerging
risks are also considered in terms of their potential to become key risks, as well as in terms
of the time when this could happen.

For the risk management process to function properly, the fifth dimension of the ERM
process Information, communication, and reporting is unavoidable. Based on the conducted
analysis, it can be confirmed that all analysed companies have an effective risk reporting
system through which management is informed about existing and potential risks as well as
methods and strategies for their management. Given the detail of the publicly announced
annual reports, it can be concluded that the communication with external parties is quite
extensive and transparent. There are significant parts of the report dedicated to emerging
risks and risks that the company is exposed to, together with all the metrics of their possible
impact on the company’s performance, as well as mitigation techniques. Organisational
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structure, policies and risk management frameworks in the analysed companies support
the timely exchange of information. We also found evidence that risk owners meet regularly
in workshops to discuss existing as well as new risks and to improve risk management
strategies and practices.

6. Conclusions

Based on the comprehensive analysis of ERM practices of the largest companies in the
EU electric power sector, we can conclude that these companies, representing the energy
industry, can serve as a benchmark to other companies and industries in terms of quality of
risk governance. Research results confirm the existence of 27 out of 29 characteristics of the
developed ERM systems. This finding serves as proof that these characteristics are rooted
not only in the relevant ERM theory, but also in the practice of large and successful power
companies, which confirms the tested theoretical model in practice. Research results also
suggest that analysed companies use more complex ERM systems that correspond to the
theoretical settings of the five components of the COSO (2017) framework rather than to
the simplified three-factor model as shown in [1].

We could not find evidence for the following two characteristics of a developed
ERM system: (1) C4 which measures the trust of employees that the real level of risk a
company is exposed to is reflected in the boards’ decisions concerning future business
activities, and (2) C27 reflecting the existence of continuous board reporting about problems
in risk management or problems related to measures determined for treating identified
and assessed risks. This problem stems from the limitations of our research. By relying
on the publicly available information, it was not possible to collect all research data,
as companies do not report every detail related to risk management systems and risk
governance practices. An in-depth interview or a survey should be conducted to enable
the collection of insider information.

Another limitation of this research but also of the ERM research in general is the usage
of different ERM measures. As there is no unique ERM measure in literature, different
authors have tried to develop proxies for its measurement. Apart from the three-factor ERM
model developed by [1] that measures strategic, operational and oversight dimensions
of the ERM process, other authors proxied ERM with measures such as: (1) a binary
variable noting the existence of a chief risk officer [63,64], (2) the usage of ERM ratings
developed externally by rating agencies [14,27] or (3) ERM indices developed on the
basis of certain characteristics an ERM system is expected to have [2,4,9,13,23]. The main
problem arising from these inconsistencies in ERM measurement is the inability to compare
results of different studies, especially in the segment of analysing ERM influence on
company performance. While some authors have investigated impact of ERM on company
value measured by Tobin’s Q [2,14,63,64], the others analysed ERM impact on company
performance measured by financial indicators [4,5] or performance estimated by financial
and non-financial measures [65]. The results are ambiguous and inconclusive and support
the thesis that methodological advances and new empirical evidence are required in the
field of ERM measurement and ERM performance analysis.

This paper opens the possibility for future research that should be conducted on a
larger sample of companies as well as on other markets and industries, which would allow
further verification of the presented theoretical ERM framework. We believe that future
ERM research will use a predominantly qualitative methodology that allows an in-depth
examination of the mechanisms through which ERM systems operate in practice and whose
fundamental goal is to protect the existing value of the company, but also increase value
for all stakeholders. Having in mind the growing complexity of the risk environment
and all the information companies have to process and report related to risks, we believe
that there are many venues for future research related to the usage of information and
communications technology (ICT) in ERM.
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